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in cauza Birbulescu impotriva Roméniei,
Curtea Europeand a Drepturilor Omului, reunitd in Marea Camera
compusa din:
Guido Raimondi, presedinte,
Angelika NuBlberger,
Mirjana Lazarova Trajkovska, judecatori,
Luis Lopez Guerra, judecator ad hoc,
Ledi Bianku,
Is1l Karakas,
Nebojsa Vucinié,
André Potocki,
Paul Lemmens,
Dmitry Dedov,
Jon Fridrik Kjelbro,
Martins Mits,
Armen Harutyunyan,
Stéphanie Mourou-Vikstrom,
Georges Ravarani,
Marko Bosnjak,
Tim Eicke, judecatori,
si Seren Prebensen, grefier adjunct al Marii Camere,
dupa ce a deliberat in camera de consiliu la 30 noiembrie 2016 si 8 iunie
2017,
pronunta prezenta hotarare, adoptata la cea din urma data:

PROCEDURA

1. La originea cauzei se afld cererea nr. 61496/08 indreptatd Tmpotriva
Romaniei, prin care un resortisant al acestui stat, domnul Bogdan Mihai
Barbulescu (,,reclamantul”), a sesizat Curtea la 15 decembrie 2008, in
temeiul art. 34 din Conventia pentru apdrarea drepturilor omului si a
libertatilor fundamentale (,,Conventia”).

2. Reclamantul a fost reprezentat de E. Domokos-Hancu si
O. Juverdeanu, avocati in Bucuresti. Guvernul roman (,,Guvernul®) a fost
reprezentat de agentul guvernamental, doamna C. Brumar, din cadrul
Ministerului Afacerilor Externe.

3. Reclamantul sustine, in special, cd decizia angajatorului sau de
incetare a contractului de munca s-a bazat pe o incalcare a dreptului sau la
respectarea vietii private si a corespondentei, astfel cum este garantat prin
art. 8§ din Conventie, si ca instantele nationale nu si-au indeplinit obligatia
de a proteja acest drept.
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4. Cererea a fost repartizata Sectiei a patra a Curtii (art. 52 § 1 din
Regulamentul Curtii — ,,Regulamentul”). La 12 ianuarie 2016, o camera a
acestei sectii, compusd din Andrés Sajo, presedinte, Vincent A. De Gaetano,
BosStjan M. Zupanc¢i¢, Nona Tsotsoria, Paulo Pinto de Albuquerque,
Egidijus Kiiris si Iulia Motoc, judecatori, si Fatos Araci, grefier adjunct de
sectie, a declarat, in unanimitate, cererea admisibila in ceea ce priveste art. 8
din Conventie si inadmisibild pentru celelalte capete de cerere. Aceasta a
constatat, cu sase voturi la unu, ca nu a fost incalcat art. § din Conventie.
Opinia separatd a judecdtorului Pinto de Albuquerque a fost anexatd la
hotararea Camerei.

5. La 12 aprilie 2016, reclamantul a solicitat trimiterea cauzei in fata
Marii Camere, in temeiul art. 43 din Conventie si al art. 73 din Regulament.
La 6 iunie 2016, Colegiul Marii Camere a admis cererea.

6. Componenta Marii Camere a fost stabilitd in conformitate cu
dispozitiile art. 26 §4 si art. 26 § 5 din Conventie si ale art. 24 din
Regulament. In urma abtinerii doamnei Iulia Motoc, judecitor ales si
reprezinte Romania (art. 28 din Regulament), presedintele camerei l-a
desemnat pe domnul Luis Lopez Guerra in calitate de judecétor ad-hoc (art.
26 § 4 din Conventie si art. 29 § 1 din Regulament).

7. Atat reclamantul, cat si Guvernul au depus observatii scrise
complementare (art. 59 § 1 din Regulament).

8. De asemenea, s-au primit observatii din partea guvernului francez si a
Confederatiei Europene a Sindicatelor, a caror interventie in procedura
scrisa a fost autorizatd de presedinte (art. 36 § 2 din Conventie si art. 44 § 3
din Regulament).

9. La 30 noiembrie 2016, a avut loc o sedintd publica la Palatul
Drepturilor Omului din Strasbourg (art. 59 § 3 din Regulament).

S-au infatisat:

— pentru Guvern
doamna C. BRUMAR, agent,
domnul G.V. GAVRILA, magistrat detasat la Directia Agentului
Guvernamental, consilier,
doamna L.A. RUSU, ministru plenipotentiar in cadrul Reprezentantei
Permanente a Romaniei pe langa Consiliul Europei, consilier;

— pentru reclamant
E. DoMOKkOs-HANCU,
O. JUVERDEANU, avocati.

Curtea a ascultat declaratiile facute de domnii Domokos-Héancu si
Juverdeanu, doamna Brumar si domnul Gavrild, precum si raspunsurile
acestora la Intrebarile adresate de judecatori.
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IN FAPT

I. CIRCUMSTANTELE CAUZEI

10. Reclamantul s-a nascut in 1979 si locuieste in Bucuresti.

11. De la 1 august 2004 pana la 6 august 2007, acesta a fost angajat la
sediul din Bucuresti al S., o societate comercialda romand de drept privat
(,,angajatorul”) ca inginer de vanzari. La cererea angajatorului sau, acesta a
creat un cont de mesagerie instantanee Yahoo Messenger (serviciu de
mesagerie online prin intermediul caruia textul este transmis in timp real pe
internet), pentru a raspunde intrebarilor adresate de clienti. Acesta avea deja
alt cont personal de Yahoo Messenger.

12. Regulamentul intern al angajatorului interzicea utilizarea de catre
angajati a resurselor angajatorului, in termenii urmatori:

Articolul 50

,»Este interzisa orice actiune care poate tulbura ordinea si disciplina in unitate, la
locurile de munca ale salariatilor, dar mai ales urmatoarele fapte:

[.]

- [...] folosirea calculatoarelor, copiatoarelor, telefoanelor, telexului sau faxului in
interese personale. ”’

13. Acest regulament nu continea, pe de altd parte, nicio mentiune
privind posibilitatea angajatorului de a monitoriza comunicarile angajatilor
sal.

14. Din inscrisurile depuse la dosar de catre Guvern reiese ca
reclamantul fusese informat cu privire la regulamentul intern al
angajatorului si semnase la 20 decembrie 2006, dupa ce a luat cunostinta de
continutul acestuia.

15. La 3 iulie 2007, punctul de lucru din Bucuresti a primit si a distribuit
tuturor angajatilor o informare (,,informarea”), elaborata si trimisd la 26
iunie 2007 de sediul central din Cluj. Angajatorul a solicitat angajatilor sd ia
cunostinta de aceastd informare si sa o semneze. Partile informarii relevante
in speta au urmatorul cuprins:

»1. [...] Timpul petrecut in unitate trebuie sa fie de calitate pentru toatd lumea!
Veniti la serviciu pentru a vd ocupa de problemele firmei, de munca dvs. si nu de
probleme personale! Nu petreceti timpul ocupand liniile de internet, telefon sau fax cu
probleme ce nu tin de serviciu, sarcini de serviciu, pentru ca si cei 7 ani de acasd, de
bund crestere, dar si bunul simt si legea va obligd! Angajatorul este obligat de a

verifica, supraveghea munca subalternilor si de a lua pozitie, atitudine, penalizari fata
de persoanele care gresesc!

Greselile dvs. vor fi atent urmarite si penalizate!

2. Datorita abaterilor repetate [de neascultare, nesupunere] fatd de un sef, folosirea
internetului, a telefonului si copiatorului in scopuri personale, neglijarea si
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neindeplinirea sarcinilor de serviciu, doamnei B.A. i se desface contractul de munca
disciplinar! Va rugdm sa Invatati din acest exemplu negativ! Nu pasiti pe urmele ei!

3. Cititi cu atentie Contractul Colectiv de Muncd, Regulamentul Intern, Fisa
Postului si Conventia pe care ati semnat-o! Ele reprezintd temelia, baza colaborarii
noastre! Cea dintre Angajator si Angajat! [...]”

16. Din documentele depuse la dosar de catre Guvern, inclusiv condica
de prezentd a angajatorului reiese, de asemenea, ca reclamantul a luat
cunostinta de aceastd informare si a semnat-o in perioada 3 iulie-13 iulie
2007.

17. Pe de altd parte, din acestea reiese cd, in perioada 5-13 iulie 2007,
angajatorul a inregistrat in timp real comunicarile reclamantului de pe
Yahoo Messenger.

18. La 13 iulie 2007, la orele 16.30, reclamantul a fost convocat de
angajatorul sau. Prin convocatorul respectiv, acesta era informat cu privire
la monitorizarea comunicdrilor sale prin Yahoo Messenger, precum si
asupra faptului cd o serie de elemente indicau ca utilizase internetul 1n
scopuri personale, contrar regulamentului intern. La convocator erau
anexate grafice care indicau cd, in cazul sau, traficul internet era superior
celui al colegilor sii. In aceasta etapa, nu a fost informat dacd supravegherea
comunicdrilor sale vizase, de asemenea, continutul acestora. Convocatorul
era redactat dupa cum urmeaza:

»Explicati de ce utilizati in interes personal resursele societatii (legatura de internet,
Messenger) in timpul orelor de serviciu asa dupa cum arata graficele anexate. ”

19. In aceeasi zi, reclamantul a raspuns in scris angajatorului ci utilizase
Yahoo Messenger doar 1n scopuri profesionale.

20. La orele 17.20, angajatorul 1-a convocat a doua oara. Convocatorul
era redactat dupa cum urmeaza:

»Explicati cum toata corespondenta efectuata in perioada 05.07.2007-12.07.2007 de
pe ID-ul site-ului S. Bucuresti se desfasoard in interes personal asa cum atesta cele 45
de pagini anexate. ”’

21. Cele 45 de pagini mentionate in convocator erau transcrierea
comunicdrilor pe care reclamantul le efectuase cu fratele sau si cu logodnica
sa in perioada in care acesta fusese supravegheat; aceste comunicari priveau
chestiuni private, unele avand un caracter intim. Transcrierea includea si
cinci mesaje schimbate de reclamant cu logodnica sa prin utilizarea contului
personal de Yahoo Messenger; aceste mesaje nu contineau informatii de
naturd intima.

22. Tot la 13 iulie, reclamantul si-a informat in scris angajatorul ca, in
opinia lui, acesta sdvarsise o infractiune, si anume violarea secretului
corespondentei.

23. La 1 august 2007, angajatorul a incetat contractul de munca al
reclamantului.
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24. Reclamantul a contestat decizia de concediere in fata Tribunalului
Bucuresti (,tribunalul”). Acesta a solicitat tribunalului, in primul rand,
anularea acestei decizii, in al doilea rand, obligarea angajatorului sau la
plata sumelor la care considera ca era indreptdtit aferente drepturilor
salariale si altor creante, precum si reincadrarea in munca pe functia si
postul detinute anterior si, in al treilea rand, obligarea angajatorului la plata
de despagubiri in cuantum de 100 000 RON (aproximativ 30 000 de euro),
cu titlu de despdagubiri pentru prejudiciul moral pe care aprecia ca 1-a suferit
ca urmare a modalitdtii de concediere, si la rambursarea cheltuielilor de
judecata.

25. Pe fond, invocand hotararea Copland impotriva Regatului Unit
(nr. 62617/00, pct. 43-44, CEDO 2007-1), acesta a sustinut cad comunicarile
efectuate prin telefon sau postd electronicd transmise de un angajat de la
locul de muncd intrd 1n sfera notiunilor de ,viatd privata” si
»corespondentd” si, in consecintd, beneficiazd de protectia art. 8§ din
Conventie. Acesta a sustinut, de asemenea, ca decizia de concediere era
nelegald si cd, prin supravegherea comunicdrilor sale si consultarea
continutului lor, angajatorul sau incélcase legea penala.

26. In special, in ceea ce priveste prejudiciul moral pe care considera ci
l-a suferit, reclamantul a reamintit modalitatea in care a fost concediat si a
sustinut cd angajatorul sau l-a supus unei hartuiri care, in opinia lui, se
materializase in monitorizarea comunicarilor sale si dezvaluirea continutului
lor ,,colegilor implicati intr-un fel sau altul in procedura de concediere”.

27. Reclamantul a depus, in special, la dosar probe care au inclus copia
integrala a transcrierii comunicdrilor sale prin Yahoo Messenger, precum si
o copie a informarii (supra, pct. 15).

28. Prin sentinta civild din 7 decembrie 2007, tribunalul a respins
actiunea reclamantului si a confirmat legalitatea deciziei de concediere. In
partile sale relevante in spetd, aceasta sentintd are urmatorul cuprins:

,Procedura efectudrii cercetarii disciplinare este expres reglementata de dispozitiile
art. 267 din Codul muncii.

In cauza, s-a facut dovada cu inscrisurile existente la dosar ci angajatorul a efectuat
cercetarea disciplinard impotriva reclamantului convocandu-1 in scris in doua randuri,
cu precizarea obiectului, datei, orei si locului intrevederii si ca i s-a dat posibilitatea
reclamantului sa-si formuleze aparari cu privire la faptele imputate, fapt ce rezultd din
intocmirea celor doud note explicative existente la dosar (in copie la filele 89 si 91).

Instanta apreciaza ca monitorizarea convorbirilor efectuate de angajat pe internet
prin intermediul programului yahoo messenger de pe calculatorul firmei, convorbiri
ce au fost facute de reclamant in timpul programului de lucru - indiferent daca fapta
angajatorului imbraca sau nu forma ilicitului penal - nu este de naturd sa aduca
atingere validitatii cercetarii disciplinare efectuate in cauza.

Redactarea in termeni imperativi a necesitatii ascultarii invinuitului si a verificarii
sustinerilor sale in aparare, prealabil aplicdrii sanctiunii evidentiaza faptul ca
legiuitorul a inteles sa faca din respectarea dreptului la aparare, o conditie de validitate
a Insusi actului de sanctionare.
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Or, in conditiile in care angajatul sustinea cu ocazia cercetarii disciplinare cd nu a
folosit programul de yahoo messenger in interes personal ci pentru a da consultantad
unor clienti cu privire la produsele comercializate de angajator, instanta apreciaza ca
angajatorul, proceddnd la examinarea continutului convorbirilor efectuate de
reclamant, a uzat de singura modalitate prin care putea sa verifice apararile facute de
angajatul sau.

Dreptul angajatorului de a monitoriza angajatii sai la locul de munca in ceea ce
priveste si utilizarea calculatoarele firmei se circumscrie sferei largi a notiunii de drept
de control asupra modului de indeplinire a sarcinilor de serviciu ce isi gaseste
reglementare in dispozitiile art. 40 litera d din Codul muncii.

Cata vreme s-a facut dovada ca salariatii institutiei fusesera atentionati chiar cu
putin timp Inainte de sanctionarea disciplinara a reclamantului cu privire la faptul ca o
alta colegd de serviciu fusese concediatd pentru folosirea internetului, a telefonului si
copiatorului in scopuri personale si erau avertizati cu privire la faptul ca activitatea lor
este supravegheata (a se vedea informarea cu numar 2316 din 3.07.2007 semnata de
reclamant pentru luare la cunostintd — in copie la fila 64), nu i se poate reprosa
angajatorului faptul ca nu a dat dovada de transparentd si ca nu a fost deschis in ceea
ce priveste activitatea sa de monitorizare a utilizarii calculatoarelor de catre angajati.

Internetul la loculul de munca ramaéne, inainte de toate, o unealtd pusa la dispozitia
salariatului de cdtre angajator, in vederea utilizarii profesionale si este incontestabil
faptul ca angajatorul in virtutea dreptului sau de a controla activitatea salariatilor sai
are prerogativa de a supraveghea folosirea personala a internetului.

Unele dintre ratiunile pentru care controlul este necesar pentru angajatori sunt ca
utilizarea de catre angajati a serviciilor internet poate aduce atingere sistemelor
informatice ale intreprinderii, ca existd posibilitatea angajarii raspunderii lor in solidar
cu angajatii In cazul unei activitati ilicite in spatiul virtual, sau pentru ca este posibil
ca prin folosirea internetului sa se dezvaluie secrete comerciale ale firmei.

Instanta apreciaza cd fapta savarsitad de reclamant constituie abatere disciplinard in
sensul dispozitiilor art. 263 al. 2 Codul Muncii intrucat consta intr-o incalcare cu
vinovatie a normelor cuprinse la art. 50 din Regulamentul Intern al S. [...], ce interzic
folosirea calculatoarelor 1n interes personal.

Fapta susmentionatd este reglementatd de Regulamentul Intern ca fiind o abatere
grava si sanctionatd conform art. 73 din acelasi act intern cu desfacerea disciplinara a
contractului de munca.

Fatd de argumentele de fapt si de drept expuse, Intrucadt apreciaza ca decizia
contestatd este temeinica si legald, instanta va respinge ca neintemeiatd contestatia
formulata. ”

29. Reclamantul a contestat aceasta sentinta civila in fata Curtii de Apel
Bucuresti (,,curtea de apel”). Reclamantul a reiterat argumentele prezentate
in fata primei instante si a sustinut, de asemenea, cd aceasta nu asigurase un
echilibru just intre interesele aflate in joc si acordase in mod nejustificat
intaietate interesului angajatorului de a dispune in mod discretionar de
timpul si resursele angajatilor sdi. De asemenea, acesta a argumentat ca nici
regulamentul intern, nici informarea nu precizau cd angajatorul putea sa
monitorizeze comunicarile angajatilor.

30. Curtea de apel a respins recursul prin decizia din 17 iunie 2008. in
partile relevante 1n spetd, aceasta decizie are urmatorul cuprins:
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,intr-adevir, in mod corect a statuat prima instant ca internetul reprezinti o unealti
pusa la dispozitia salariatului de catre angajator, in vederea unei utilizari profesionale,
angajatorul fiind Indrituit sa stabileasca regulile de utilizare, interdictiile si dispozitiile
pe care trebuie sa le respecte salariatii la utilizarea internetului la locul de munca,
fiind evident si ca poate refuza utilizarea internetului in scopuri personale, astfel cum
explicit s-a invederat salariatilor in cauza prin informarea din 26.06.2007, in aplicarea
prevederilor din Regulamentul intern care le impunea respectarea orelor de munca, a
prezentei la locul de munca, a utilizarii eficiente a timpului de lucru.

in concluzie, angajatorul ciruia-i apartine investitia este indrituit, in contextul
exercitarii drepturilor prevazute de art. 40 alin. 1 din Codul muncii, s monitorizeze
utilizarea internetului la locul de munca, iar salariatul care incalca dispozitiile
angajatorului referitoare la utilizarea internetului in interes personal, savarseste o
abatere disciplinara, ceea ce poate atrage sanctionarea sa, inclusiv sanctionarea cea
mai aspra.

Desigur ca intre dreptul angajatorului in ceea ce priveste monitorizarea si dreptul
salariatilor de a se bucura de protectia vietii private existd un conflict rezolvat la
nivelul Uniunii Europene prin adoptarea Directivei 95/46/CE, care a formulat mai
multe principii ce guverneaza monitorizarea utilizarii internetului si a postei
electronice la locul de munca, anume:

- principiul necesitatii: monitorizarea trebuie sé fie necesara pentru un anume scop;

- principiul finalitatii: datele trebuie colectate pentru un scop specific, explicit si
legitim;

- principiul transparentei, In virtutea caruia angajatorul trebuie si furnizeze
angajatilor toate informatiile cu privire la monitorizare;

- principiul legitimitatii, potrivit caruia operatiunile de procesare a datelor pot avea
loc numai in cazul unui scop legitim;

- principiul proportionalitatii, conform caruia datele personale care fac obiectul
monitorizarii trebuie sa fie relevante si adecvate in raport cu scopul specificat;

- principiul securitatii, in virtutea caruia angajatorul este obligat sa ia toate masurile
de securitate pentru ca datele colectate sa nu fie accesibile tertilor.

Or, in conditiile in care angajatorul are dreptul si obligatia de a asigura functionarea
unitatii si in acest scop, de a controla modul de indeplinire a sarcinilor de serviciu de
catre salariati, dat fiind cd lui 1i revine prerogativa disciplinard, de care dispune in
mod legitim si in scopul cdruia a monitorizat $i transcris comunicarile efectuate pe
yahoo messenger de salariatul care a negat ca le-ar fi efectuat in interes personal, dupa
ce acesta, cat si ceilalti angajati fusesera avertizati cat priveste interdictia utilizarii
mijloacelor societdtii In scop personal, nu se poate sustine cd violarea secretului
corespondentei nu ar fi fost singura modalitate de realizare a acestui scop legitim si nu
ar fi respectat justa proportie intre nevoia de protectie a vietii private si dreptul
angajatorului de a supraveghea functionarea afacerii sale.

[.]

In consecintd, potrivit considerentelor anterioare, Curtea constatd ci hotararea
primei instante e legald si temeinica, iar recursul, nefondat, urmand a fi respins ca
atare 1n aplicarea dispozitiilor art. 312 alin. 1 din C[odul] [de] proc[edura] civ[ild]. ”

31. Intre timp, la 18 septembrie 2007, reclamantul a depus o plangere
penala Tmpotriva reprezentantilor legali ai S. pentru violarea secretului
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corespondentei. La 9 mai 2012, Directia de Investigare a Infractiunilor de
Criminalitate Organizata si Terorism (,,DIICOT”) din cadrul Parchetului de
pe langi Inalta Curte de Casatie si Justitie a emis o rezolutie de neincepere a
urmdririi penale, cu motivarea cad societatea era proprietarul sistemului
informatic si al conexiunii internet si ca, prin urmare, aceasta putea sa
controleze traficul internet al salariatilor sdi si sd utilizeze informatiile
stocate pe server si tinand seama de interdictia de a utiliza sistemele
informatice in scop personal, interdictie care, In opinia sa, facea ca
monitorizarea sa fie previzibila. Reclamantul nu s-a prevalat de posibilitatea
care 1i era oferita de normele de procedura in vigoare, de a contesta decizia
parchetului in fata instantelor nationale.

II. DREPTUL INTERN RELEVANT

A. Constitutia

32. In partile sale relevante, Constitutia Romaniei prevede:

Articolul 26

»(1) Autoritdtile publice respecta si ocrotesc viata intima, familiala si privata. ”

Articolul 28

»Secretul scrisorilor, al telegramelor si al altor trimiteri postale, al convorbirilor
telefonice si al celorlalte mijloace legale de comunicare este inviolabil. ”

B. Codul penal

33. In partile sale relevante, Codul penal in vigoare la momentul
faptelor, are urmatorul cuprins:

Art. 195 — Violarea secretului corespondentei

,Deschiderea unei corespondente adresate altuia ori interceptarea unei convorbiri
sau comunicdri efectuate prin telefon, telegraf sau prin alte mijloace de transmitere la
distanta, fard drept, se pedepseste cu inchisoare de la 6 luni la 3 ani.”

C. Codul civil

34. Dispozitiile relevante din Codul civil in vigoare la momentul
faptelor erau redactate dupd cum urmeaza:

Articolul 998

,,Orice faptd a omului, care cauzeaza altuia prejudiciu, obligd pe acela din a carui
greseala s-a ocazionat, a-l repara.”
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Articolul 999

,,Omul este responsabil nu numai de prejudiciul ce a cauzat prin fapta sa, dar si de
acela ce a cauzat prin neglijenta sau prin imprudenta sa.”

D. Codul muncii

35. In versiunea in vigoare la momentul faptelor, Codul muncii prevedea
urmatoarele:

Articolul 40

»(1) Angajatorul are, in principal, urméatoarele drepturi:

[.]

(d) sa exercite controlul asupra modului de indeplinire a sarcinilor de serviciu [de
catre angajati];

[.]

(2) Angajatorului i revin, in principal, urmatoarele obligatii:

[.]

1) s asigure confidentialitatea datelor cu caracter personal ale salariatilor.”

E. Legea nr. 677/2001 pentru protectia persoanelor fizice cu privire
la prelucrarea datelor cu caracter personal si libera circulatie a
acestor date

36. In partile sale relevante, Legea nr. 677/2001 pentru protectia
persoanelor fizice cu privire la prelucrarea datelor cu caracter personal si
libera circulatie a acestor date (,,Legea nr. 677/2001”), care reia anumite
dispozitii din Directiva 95/46/CE din 24 octombrie 1995 a Parlamentului
European si a Consiliului Uniunii Europene privind protectia persoanelor
fizice in ceea ce priveste prelucrarea datelor cu caracter personal si libera
circulatie a acestor date (infra, pct. 45), se citeste dupa cum urmeaza:

Art. 3 — Definitii
,in intelesul prezentei legi, urmitorii termeni se definesc dupa cum urmeaza:

a) date cu caracter personal - orice informatii referitoare la o persoanad fizica
identificata sau identificabild; o persoand identificabila este acea persoana care poate
fi identificata, direct sau indirect, in mod particular prin referire la un numar de
identificare ori la unul sau la mai multi factori specifici identitdtii sale fizice,
fiziologice, psihice, economice, culturale sau sociale;

[.]”
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Art. 5 — Conditii de legitimitate privind prelucrarea datelor

,»(1) Orice prelucrare de date cu caracter personal [...] poate fi efectuatd numai dacd
persoana vizata si-a dat consimtdmantul in mod expres si neechivoc pentru acea
prelucrare.

(2) Consimtamantul persoanei vizate nu este cerut In urmatoarele cazuri:

a) cand prelucrarea este necesara in vederea executarii unui contract sau antecontract
la care persoana vizata este parte ori In vederea ludrii unor masuri, la cererea acesteia,
inaintea incheierii unui contract sau antecontract;

[.]

e) cand prelucrarea este necesard 1n vederea realizarii unui interes legitim al
operatorului sau al tertului caruia 1i sunt dezvaluite datele, cu conditia ca acest interes
sd nu prejudicieze interesul sau drepturile si libertatile fundamentale ale persoanei
vizate;

[.]

(3) Prevederile alin. (2) nu aduc atingere dispozitiilor legale care reglementeaza
obligatia autoritatilor publice de a respecta si de a ocroti viata intimd, familiald si
privata.”

Art. 18 — Dreptul de a se adresa justitiei

supraveghere, persoanele vizate au dreptul de a se adresa justitiei pentru apararea
oricéror drepturi garantate de prezenta lege, care le-au fost incalcate.

(2) Orice persoana care a suferit un prejudiciu in urma unei prelucrari de date cu
caracter personal, efectuatid ilegal, se poate adresa instantei competente pentru
repararea [prejudiciului sdu].

L]

III. DREPTUL SI PRACTICA INTERNATIONALE

A. Standardele Organizatiei Natiunilor Unite

37. Orientarile ONU privind reglementarea fisierelor informatizate de
date cu caracter personal, adoptate de Adunarea Generald a Organizatiei
Natiunilor Unite prin Rezolutia nr. 45/95 din 14 decembrie 1990
(A/RES/45/95), stabilesc garantiile minime care ar trebui sa fie prevazute in
legislatia nationald. Acestea sunt formulate astfel:

,»-1. Principiul legalitatii si echitatii

Datele privind persoanele nu ar trebui sd fie obtinute sau prelucrate prin metode
ilicite sau incorecte si nici utilizate In scopuri contrare obiectivelor si principiilor
Cartei Organizatiei Natiunilor Unite.

2. Principiul exactitatii

Persoanele responsabile cu intocmirea dosarelor sau cele responsabile pentru
pastrarea [lor] ar trebui sa aiba obligatia de a verifica exactitatea si relevanta datelor
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inregistrate si de a se asigura cd acestea continud sa fie cat mai complete cu putinta,
pentru a evita erorile prin omisiune, precum si cd acestea sunt actualizate, periodic sau
atunci cand sunt utilizate informatiile continute intr-un dosar, in méasura in care
acestea sunt prelucrate.

3. Principiul specificarii scopului

Scopul crearii unui dosar si utilizarea sa in functie de acest scop ar trebui sa fie
specificate, justificate si, in cursul intocmirii sale, sa facd obiectul unei masuri de
publicitate sau sa fie adus la cunostinta persoanei in cauza, astfel incat sa fie posibil
ulterior sa se verifice:

a) daca toate datele cu caracter personal colectate si inregistrate isi pastreaza
relevanta 1n raport cu scopul urmarit;

b) cé niciuna dintre aceste date cu caracter personal nu a fost utilizatd sau divulgata
in scopuri incompatibile cu cele specificate, cu exceptia cazului in care s-a obtinut
consimtdmantul persoanei in cauza,

¢) daca durata pastrarii datelor cu caracter personal nu depaseste perioada necesara
atingerii scopului in care acestea au fost inregistrate.

4. Principiul acordarii accesului persoanelor interesate

Orice persoand care face dovada identitdtii sale are dreptul de a sti dacd sunt
prelucrate date care o privesc, de a obtine comunicarea lor intr-o forma inteligibila,
fara ntarzieri sau cheltuieli excesive, de a obtine rectificarea sau distrugerea adecvata
in cazul unor Inregistrari nelegale, nejustificate sau inexacte si, atunci cand acestea
sunt comunicate, sd cunoasca destinatarii lor. Ar trebui sd se prevada o cale de atac,
dacid este necesar, in fata autoritatii de supraveghere prevazuta la principiul 8 de mai
jos. In caz de rectificare, costul ar trebui si fie suportat de persoana responsabild
pentru dosarul in cauza. Este de dorit ca dispozitiile acestui principiu sa se aplice
oricarei persoane, indiferent de nationalitate sau de locul de resedinta.

[...]
6. Competenta de a face derogari

Derogarile de la principiile 1-4 pot fi autorizate numai in cazul in care acestea sunt
necesare pentru a proteja securitatea nationald, ordinea publicd, sanatatea sau morala
publica, precum si, in special, drepturile si libertatile altora, in special ale persoanelor
persecutate (clauza umanitard), cu conditia ca aceste derogari sa fie prevazute in mod
expres prin lege sau prin reglementdri echivalente adoptate in conformitate cu
sistemul juridic national, care stabileste In mod expres limitele acestor derogari si
prevede garantii corespunzatoare.

[.]”

38. Biroul International al Muncii (BIM) a elaborat in 1997 un cod de
bune practici in materie de protectie a datelor cu caracter personal ale
lucratorilor (denumit in continuare ,,Codul de bune practici al BIM”), care
stabileste urmatoarele principii:

,,5. Principii generale

5.1. Datele cu caracter personal ar trebui prelucrate in mod legal si corect si doar in
scopuri legate direct de incadrarea in munca a lucratorului 1n cauza.
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5.2. In principiu, datele cu caracter personal ar trebui si fie utilizate doar in
scopurile pentru care acestea au fost colectate initial.

5.3. In cazul in care datele cu caracter personal sunt prelucrate in alte scopuri decat
cele pentru care au fost colectate, angajatorul ar trebui sd se asigure ca acest lucru nu
se face intr-o manierd incompatibila cu obiectivul initial al prelucrarii lor si sa ia toate
masurile necesare pentru a evita orice eroare de interpretare care ar putea rezulta din
utilizarea acestora in alt context.

5.4. Datele cu caracter personal colectate in legatura cu punerea in aplicare a unor
masuri tehnice sau organizationale destinate sd asigure securitatea si functionarea
corespunzitoare a sistemelor de informatii automate nu ar trebui sa fie utilizate pentru
a controla comportamentul lucratorilor.

5.5. Deciziile privind un lucrdtor nu ar trebui sa se bazeze exclusiv pe prelucrarea
automata a datelor cu caracter personal care il privesc.

5.6. Datele cu caracter personal colectate prin monitorizare electronica nu ar trebui
sd constituie singurul element al evaluarii rezultatelor lucratorului.

5.7. Angajatorii ar trebui sa efectueze o evaluare periodicd a metodelor lor de
prelucrare a datelor, cu scopul:

a) de a reduce la minimum tipurile si cantitatea de date cu caracter personal
colectate;

b) de a oferi o mai buna protectie a vietii private a lucratorilor.

5.8. Lucratorii si reprezentantii acestora ar trebui sa fie informati permanent cu
privire la toate mecanismele de colectare a datelor, normele de reglementare a acestor
mecanisme i cu privire la drepturile lor.

[.]

5.13. Lucratorii nu pot renunta la drepturile lor privind protectia vietii private. ”

39. In special in ceea ce priveste monitorizarea angajatilor, Codul de

bune practici al BIM prevede urmatoarele:

,,0. Colectarea datelor cu caracter personal

6.1. In principiu, toate datele cu caracter personal ar trebui sa fie obtinute chiar de
la lucrator.

[.]

6.14. (1) In cazul in care lucratorii fac obiectul unei monitorizari, acestia ar trebui
sa fie informati in prealabil cu privire la motivele acestei monitorizari, perioadele de
timp vizate de monitorizare, metodele si tehnicile utilizate, precum si datele colectate.
Angajatorul trebuie sa reduca la minimum ingerinta in viata privata a lucratorilor.

(2) Orice monitorizare secreta nu poate fi autorizatd decat in cazul in care:
a) aceasta este conforma cu legislatia nationald; sau

(b) exista suspiciuni rezonabile privind existenta unor activitati infractionale sau a
altor infractiuni grave.

(3) Orice monitorizare permanentd poate fi admisa exclusiv din motive de
sandtate si siguranta sau in scopul protejarii bunurilor.”
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40. De asemenea, codul include un inventar al drepturilor individuale ale
angajatilor, in special in ceea ce priveste informarea privind prelucrarea
datelor cu caracter personal, accesul la aceste date si controlarea masurilor
adoptate. Partile relevante au urmatorul cuprins:

,,11. Drepturi individuale:

11.1. Lucratorii ar trebui sa aiba dreptul de a fi informati in mod regulat cu privire
la datele cu caracter personal care i privesc si la prelucrarea acestor date.

11.2. Lucratorii ar trebui sa aiba posibilitatea de a consulta toate datele cu caracter
personal care i privesc, indiferent daca acestea sunt prelucrate in mod automat,
pastrate intr-un un dosar referitor la un anumit lucrator sau in orice alt dosar care
contine date cu caracter personal legate de lucratorul in cauza.

11.3. Dreptul unui lucrator de a fi la curent cu prelucrarea datelor sale cu caracter
personal ar trebui sa includa dreptul de a examina si de a obtine o copie a tuturor
dosarelor, In masura in care datele pe care le contin acestea includ datele cu caracter
personal ale angajatului respectiv.

[.]

11.8. in cazul efectudrii unei cercetari privind securitatea, angajatorul ar trebui sa
aiba dreptul de a refuza angajatului accesul la datele sale cu caracter personal pana la
incheierea anchetei, in masura in care exista riscul ca acest acces si o afecteze
negativ. Cu toate acestea, nu ar trebui sa fie luatd nicio decizie cu privire la raportul de
munca inainte ca lucratorul sa fi avut acces la toate datele cu caracter personal.

11.9. Lucratorii ar trebui sa aiba dreptul de a solicita ca datele cu caracter personal
inexacte sau incomplete, precum si datele cu caracter personal care au fost prelucrate
intr-o maniera incompatibila cu dispozitiile prezentului cod, sd fie eliminate sau
rectificate.

[.]

11.13. Ar trebui ca toate legile, reglementarile, acordurile colective, normele
privind munca si politicile elaborate in conformitate cu dispozitiile prezentului cod sa
prevada o cale de atac prin care lucrdtorul sd aiba posibilitatea de a contesta
nerespectarea de cétre angajator a respectivului cod. Ar trebui sa fie puse in practicad
proceduri pentru primirea si solutionarea tuturor plangerilor introduse de lucratori.
Procedura plangerii ar trebui sa fie simpla si usor accesibild lucratorilor. ”

41. Adunarea Generald a Organizatiei Natiunilor Unite a adoptat, de
asemenea, la 18 decembrie 2013, Rezolutia nr. 68/167 privind dreptul la
viatd privatd in era digitald (A/RES/68/167), prin care a solicitat statelor:

») S& respecte si sd protejeze dreptul la viatd privata, in special in contextul
comunicdrii digitale;

b) Sa ia masuri pentru a pune capat Incalcarilor acestor drepturi si sd creeze
conditiile necesare pentru a le preveni, in special asigurandu-se ca legislatia nationala
aplicabila este conforma cu obligatiile care le revin in temeiul dreptului international
al drepturilor omului;

¢) Sa isi revizuiasca procedurile, practicile si legislatia referitoare la supravegherea
si interceptarea comunicatiilor si colectarea de date cu caracter personal, in special
cele In masa, In vederea protejarii dreptului la viatd privata, asigurand respectarea
deplind a tuturor obligatiilor care le revin in temeiul dreptului international;
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d) Sa instituie mecanisme nationale de control independente si eficiente care sa
poata asigura transparenta supravegherii si interceptarii comunicatiilor si a colectarii
de date cu caracter personal pe care le efectueaza, dupa caz, si sa asigure raspunderea
statului pentru acestea, sau sa mentina mecanismele deja existente[.]”

B. Standardele Consiliului Europei

42. Conventia Consiliului Europei pentru protectia persoanelor fatd de
prelucrarea automatizata a datelor cu caracter personal (1981, STE nr. 108),
care a intrat In vigoare in privinta Romaniei la 1 iunie 2002, prevede in
special urmatoarele:

Articolul 2 — Definitii
,in scopul prezentei conventii:

a) date cu caracter personal reprezintd orice informatie privind persoana fizicd
identificatad sau identificabila (persoana vizatd);

[.]

¢) prelucrarea automatizatd inseamnd urmatoarele operatiuni efectuate in totalitate
sau partial cu ajutorul procedeelor automatizate: inregistrarea datelor, aplicarea
acestor date prin operatiuni logice si/sau aritmetice, modificarea lor, stergerea,
extragerea sau difuzarea;

L]

Articolul 3 — Domeniul de aplicare

,1. Partile se angajeazd sa aplice prezenta conventie fisierelor si prelucrarilor
automatizate de date cu caracter personal in sectorul public si In sectorul privat.

g

Articolul 5 — Calitatea datelor

,,Datele cu caracter personal care fac obiectul unei prelucrari automatizate trebuie sa
fie:

a) obtinute si prelucrate in mod corect si legal;

b) inregistrate in scopuri determinate si legitime si nu sunt utilizate in mod
incompatibil cu aceste scopuri;

c) adecvate, pertinente si neexcesive in raport cu scopurile pentru care sunt
inregistrate;

d) exacte si, dacd este necesar, actualizate;
e) pastrate Intr-o forma care sa permita identificarea persoanelor in cauza pe o durata
ce nu o depaseste pe cea necesara scopurilor pentru care ele sunt inregistrate.”
Articolul 8 — Garantii complementare pentru persoana in cauza

,,0rice persoana trebuie:
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a) sa aiba cunostintd de existenta unui fisier automatizat de date cu caracter
personal, de scopurile sale principale, precum si de identitatea si de locul de resedinta
obisnuit sau de sediul principal de care apartine proprietarul fisierului;

b) sa obtind la intervale rezonabile si fara intarziere sau cu cheltuieli excesive
confirmarea existentei sau inexistentei in fisierul automatizat de date cu caracter
personal care o privesc, precum si comunicarea acestor date sub o forma inteligibila;

[.]

d) sa dispuna de o cale de atac, daca nu s-a dat curs la o cerere de confirmare, sau,
daca este cazul, de comunicare, de modificare ori de stergere, prevazute la lit. b) si
C)_”

Articolul 9 — Exceptii si restrictii
”["']

2. Este posibila derogarea de la dispozitiile prevazute la art. 5, 6 si 8 cand o astfel
de derogare, prevazutd prin legea partii, constituie o masura necesara intr-o societate
democratica pentru:

a) protejarea securitatii statului, sigurantei publice, intereselor monetare ale statului
sau reprimarea infractiunilor penale;

b) a proteja persoanele 1n cauza sau drepturile si libertatile celorlalti.

L]

Articolul 10 — Sanctiuni si cdi de atac

Fiecare parte se angajeaza sa stabileasca sanctiuni si cdi de atac adecvate in cazul
violarii dispozitiilor de drept intern care dau efect principiilor de baza pentru protectia
datelor, enuntate in prezentul capitol.”

43. Recomandarea CM/Rec(2015)5 a Comitetului de Ministri adresatd
statelor membre privind prelucrarea datelor cu caracter personal in contextul
ocupdrii fortei de muncd, adoptatd la 1 aprilie 2015, prevede in special
urmatoarele:

4. Aplicarea principiilor de prelucrare a datelor

4.1. Angajatorii trebuie sa se asigure ca prelucrarea datelor cu caracter personal se
refera exclusiv la datele strict necesare pentru atingerea obiectivului stabilit in cazurile
individuale respective.

[...]
6. Utilizarea datelor la nivel intern

6.1. Datele cu caracter personal colectate in scopul ocuparii fortei de munca ar
trebui sa fie prelucrate de catre angajatori exclusiv in acest scop.

6.2. Angajatorii ar trebui sa adopte politici de protectie a datelor, reguli si/sau alte
instrumente referitoare la utilizarea la nivel intern a datelor cu caracter personal, in
conformitate cu principiile formulate 1n prezenta recomandare.

[.]

10. Transparenta prelucrarii
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10.1. Informatiile privind datele cu caracter personal detinute de cétre angajatori ar
trebui s@ fie puse la dispozitia lucratorului in cauza, fie direct, fie prin intermediul
reprezentantilor lor, sau sa fie aduse la cunostinta sa prin alte mijloace adecvate.

10.2. Angajatorii ar trebui sa le furnizeze angajatilor urmatoarele informatii:
— categoriile de date care vor fi prelucrate si o descriere a scopurilor prelucrarii;
— destinatarii sau categoriile de destinatari ai acestor date;

— mijloacele de exercitare a drepturilor consacrate de principiul 11 din prezenta
recomandare, fara a aduce atingere mijloacelor mai favorabile prevazute de dreptul
intern sau de sistemul legislativ;

— orice alte informatii necesare pentru a asigura prelucrarea corectd si legala a
datelor.

10.3. Ar trebui sa fie furnizatd o descriere foarte clara si completa a categoriilor de
date cu caracter personal care pot fi colectate prin intermediul TIC, cum ar fi
supravegherea video, precum si a potentialei utilizari a acestora. Acest principiu se
aplicd, de asemenea, tuturor formelor speciale de prelucrare a datelor cu caracter
personal, prevazute in partea a II-a a anexei la prezenta recomandare.

10.4. Informatiile ar trebui sa fie furnizate intr-o forma accesibila si actualizate.
Aceste informatii ar trebui, in orice caz, sa fie furnizate inainte ca angajatul sa exercite
efectiv activitatea sau actiunea prevazuta, si sa fie puse la dispozitie prin intermediul
sistemelor informatice utilizate in mod obisnuit de angajat.

[.]

14. Folosirea internetului si a comunicatiilor electronice la locul de munca

14.1. Angajatorii ar trebui sd evite ingerintele nejustificate in exercitarea de catre
angajati a dreptului la respectarea vietii private. Acest principiu se extinde la toate
echipamentele tehnice si tehnologia informatiei si comunicatiilor utilizate de cétre un
angajat. Persoanele vizate ar trebui si fie informate periodic si corespunzitor in
conformitate cu o politica clard in materie de respectare a vietii private, in temeiul
principiului 10 din prezenta recomandare. Informatiile furnizate ar trebui sa fie
actualizate si sa includd scopul prelucrdrii, durata pastrarii datelor colectate, salvarea
datelor referitoare la trafic si arhivarea mesajelor electronice profesionale.

14.2. In special, in ceea ce priveste eventuala prelucrare a datelor cu caracter
personal referitoare la paginile de internet sau intranet consultate de catre angajat, ar fi
de preferat, pe de o parte, sa se adopte masuri preventive, cum ar fi configurarea
sistemelor sau utilizarea unor filtre care pot impiedica anumite operatiuni si, pe de altd
parte, sa se prevada eventuale verificari ale datelor cu caracter personal, preferabil
efectuate in mod gradat si prin sondaje care nu sunt individuale, utilizdnd date
anonime sau agregate Intr-un fel sau altul.

14.3. Accesul angajatorilor la comunicarile electronice profesionale ale angajatilor
lor, care au fost informati in prealabil cu privire la aceastd eventualitate, poate avea
loc, dupa caz, numai daca acest lucru este necesar din motive de securitate sau din alte
motive legitime. In cazul angajatilor absenti, angajatorii ar trebui si ia masurile
necesare si sa prevada proceduri adecvate care sd permitd accesul la comunicarile
electronice profesionale, numai in cazul in care acest acces este necesar din punct de
vedere profesional. Accesul ar trebui sd intervind intr-o manierd cat mai putin
intruziva posibil si numai dupa informarea angajatilor vizati.
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14.4. Continutul, transmiterea si primirea de comunicari electronice private la locul
de munca nu ar trebui, in niciun caz, sa faca obiectul unei monitorizari.

14.5. Atunci cand un angajat pardseste organizatia, angajatorul ar trebui sa ia
masurile tehnice si organizatorice necesare, astfel incat posta electronica a angajatului
si fie dezactivatd in mod automat. In cazul in care, pentru buna functionare a
organizatiei, este necesar sa fie recuperat continutul postei electronice a unui angajat,
angajatorul ar trebui sd adopte masurile adecvate pentru recuperarea continutul
acesteia inainte de plecarea angajatului si, daca este posibil, in prezenta lui.”

IV. DREPTUL UNIUNIT EUROPENE

44. Dispozitiile relevante din Carta drepturilor fundamentale a Uniunii
Europene, (2007/C 364/01) sunt redactate dupd cum urmeaza:

Articolul 7 — Respectarea vietii private si de familie

,,Orice persoana are dreptul la respectarea vietii private si de familie, a domiciliului
si a secretului comunicatiilor. ”

Articolul 8 — Protectia datelor cu caracter personal

»(1) Orice persoand are dreptul la protectia datelor cu caracter personal care o
privesc.

(2) Asemenea date trebuie tratate In mod corect, in scopurile precizate si pe baza
consimtamantului persoanei interesate sau in temeiul unui alt motiv legitim prevazut
de lege. Orice persoana are dreptul de acces la datele colectate care o privesc, precum
si dreptul de a obtine rectificarea acestora.

(3) Respectarea acestor norme se supune controlului unei autoritati independente.”

45. Directiva 95/46/CE din 24 octombrie 1995 a Parlamentului
European si a Consiliului Uniunii Europene privind protectia persoanelor
fizice in ceea ce priveste prelucrarea datelor cu caracter personal si libera
circulatie a acestor date (,,Directiva 95/46/CE”) prevede cd obiectivul
legislatiei interne privind prelucrarea datelor cu caracter personal este in
special asigurarea respectarii dreptului la viata privata, care este recunoscut,
de asemenea, la art. 8§ din Conventie si in principiile generale ale dreptului
comunitar. Dispozitiile relevante ale acesteia sunt formulate dupd cum
urmeaza:

Articolul 2 — Definitii
_in sensul prezentei directive:

(a) «date cu caracter personal» inseamna orice informatie referitoare la o persoana
fizica identificatd sau identificabila (persoana vizatd); o persoana identificabila este o
persoand care poate fi identificatd, direct sau indirect, In special prin referire la un
numar de identificare sau la unul sau mai multe elemente specifice, proprii identitatii
sale fizice, fiziologice, psihice, economice, culturale sau sociale;

L]
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Articolul 6
,»(1) Statele membre stabilesc ca datele cu caracter personal trebuie sa fie:
(a) prelucrate in mod corect si legal;

(b) colectate in scopuri determinate, explicite si legitime si sa nu mai fie prelucrate
ulterior intr-un mod incompatibil cu aceste scopuri. Prelucrarea ulterioara a datelor in
scopuri istorice, statistice sau stiintifice nu este consideratd incompatibila atat timp cat
statele membre prevad garantii corespunzatoare;

(c) adecvate, pertinente si neexcesive in ceea ce priveste scopurile pentru care sunt
colectate si/sau prelucrate ulterior;

(d) exacte si, daca este necesar, actualizate; trebuie luate toate masurile necesare
pentru ca datele inexacte sau incomplete din punct de vedere al scopului pentru care
sunt colectate sau pentru care vor fi prelucrate ulterior, sa fie sterse sau rectificate;

(e) pastrate intr-o forma care permite identificarea persoanelor vizate o perioada nu
mai lungd decat este necesar in vederea atingerii scopurilor pentru care au fost
colectate sau pentru care vor fi prelucrate ulterior. Statele membre stabilesc garantiile
corespunzatoare pentru datele cu caracter personal care sunt stocate pe o perioada mai
mare decat cea mentionatd, In scopuri istorice, statistice sau stiintifice.

(2) Operatorul are obligatia sa asigure respectarea alineatului (1).”

Articolul 7
»Statele membre prevad ca datele cu caracter personal sd fie prelucrate numai daca:
(a) persoana vizata si-a dat consimtamantul neechivoc;
sau

(b) prelucrarea este necesara pentru executarea unui contract la care subiectul
datelor este parte sau In vederea ludrii unor masuri, la cererea acesteia, inainte de
incheierea contractului

sau

(c) prelucrarea este necesard in vederea indeplinirii unei obligatii legale care ii
revine operatorului;

sau
(d) prelucrarea este necesara in scopul protejarii interesului vital al persoanei vizate
sau

(e) prelucrarea este necesara pentru aducerea la indeplinire a unei sarcini de interes
public sau care rezultd din exercitarea autorititii publice cu care este investit
operatorul sau tertul caruia 1i sunt comunicate datele;

sau

(f) prelucrarea este necesara pentru realizarea interesului legitim urmarit de operator
sau de cdtre unul sau mai multi terti, cu conditia ca acest interes sd nu prejudicieze
interesul sau drepturile si libertatile fundamentale ale persoanei vizate, care necesita
protectie in temeiul articolului 1 alineatul (1).”
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Articolul 8 — Prelucrarea unor categorii speciale de date

»(1) Statele membre interzic prelucrarea datelor cu caracter personal care dezvaluie
originea rasiala sau etnicd, opiniile politice, convingerile religioase sau filozofice,
apartenenta sindicald, precum si prelucrarea datelor privind sanatatea sau viata
sexuala.

(2) Alineatul (1) nu se aplica in oricare din urmatoarele situatii:

(a) persoana vizata si-a dat consimtdmantul explicit pentru prelucrarea acestor date,
cu exceptia cazului in care legislatia statului membru prevede ca interdictia prevazuta
la alineatul (1) sa nu poata fi ridicatd prin consimtdmantul persoanei vizate

sau

(b) prelucrarea este necesara in scopul respectarii obligatiilor si drepturilor specifice
ale operatorului in materie de drept al muncii, in masura in care este autorizat de
legislatia interna care prevede garantii adecvate;

sau

(c) prelucrarea este necesara pentru protejarea intereselor vitale ale persoanei vizate
sau ale altei persoane, atunci cand persoana vizata se afla in incapacitate fizica sau
juridica sd-si dea consimtdmantul

sau

[.]

(e) prelucrarea se refera la date care sunt facute publice de catre persoancle vizate in
mod manifest sau sunt necesare pentru constatarea, exercitarea sau apararea unui drept
in justitie.

[.]

(4) Sub rezerva unor garantii corespunzatoare, statele membre pot prevedea, pentru
un motiv de interes public important, derogari suplimentare fatd de cele prevazute in
alineatul (2) fie in legislatia interna, fie prin decizia autoritatii de supraveghere.”

46. Un grup de lucru pentru protectia persoanelor in ceea ce priveste
prelucrarea datelor (,,grupul de lucru”) a fost instituit in temeiul
articolului 29 din directivd. In conformitate cu articolul 30, acesta are
urmatoarele sarcini:

,»(a) examineaza orice chestiune referitoare la punerea in aplicare a dispozitiilor de
drept intern adoptate in temeiul prezentei directive, pentru a contribui la aplicarea
unitard a acestor masuri;

(b) emite un aviz catre Comisie privind nivelul de protectie In Comunitate si in tarile
terte;

(c) consiliaza Comisia in ceea ce priveste orice proiect de modificare a prezentei
directive, orice proiect de masuri suplimentare sau specifice care trebuie luate pentru
apararea drepturilor si libertatilor persoanelor fizice in ceea ce priveste prelucrarea
datelor cu caracter personal, precum si orice alt proiect de masuri comunitare care are
incidenta asupra acestor drepturi si libertati;

(d) emite un aviz asupra codurilor de conduita intocmite la nivel comunitar.”
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Acest grup este un organ consultativ al Uniunii Europene si este
independent. Aceasta a emis, In septembrie 2001, un aviz cu privire la
prelucrarea datelor cu caracter personal in contextul ocupdrii fortei de
muncd (Avizul 8/2001), in care sunt rezumate principiile fundamentale in
materie de protectie a datelor: finalitate, transparentd, legitimitate,
proportionalitate, exactitate, securitate si informarea personalului. In acest
aviz, adoptat in conformitate cu mandatul sau (contributia adusd la punerea
in aplicare uniforma a masurilor nationale adoptate in temeiul Directivei
95/46/CE), acest grup a precizat cd monitorizarea postei electronice implica
o prelucrare a datelor cu caracter personal, si a apreciat cd monitorizarea
angajatilor trebuie sa fie

,,un raspuns proportional al angajatorului in ceea ce priveste riscul la care este expus
acesta de a aduce atingere vietii private legitime si altor interese ale salariatilor”.

47. In mai 2002, grupul de lucru a intocmit un document de lucru
privind monitorizarea comunicarilor electronice la locul de munca (denumit
in continuare ,,documentul de lucru”), in care acesta ia in considerare in
mod expres dispozitiille Directivei 95/46/CE, interpretate in lumina
dispozitiilor art. 8 din Conventie. Potrivit acestui document, simplul fapt ca
o activitate de control sau de monitorizare este consideratd utild pentru a
servi interesului angajatorului, nu este suficient, in sine, pentru a justifica
ingerinte In viata privatd a salariatului, si orice mdsurd de monitorizare
trebuie sa indeplineasca patru criterii: transparentd, necesitate, echitate si
proportionalitate.

48. In ceea ce priveste aspectul tehnic, documentul de lucru precizeazi
urmatoarele:

»Informatii rapide pot fi afisate cu usurintd de un program, de exemplu, ferestre de
avertizare, care alerteaza salariatul cu privire la faptul ca sistemul a detectat si/sau a
luat masuri pentru a preveni o utilizare neautorizata a retelei.”

49. Mai precis, in ceea ce priveste problema accesului la e-mailurile
angajatilor, documentul contine urmatorul pasaj:

,Monitorizarea postei electronice a unui angajat sau a utilizarii de cétre acesta a
internetului poate fi considerata [drept] necesard doar in circumstante exceptionale.
De exemplu, monitorizarea postei electronice a unui angajat poate parea necesara in
vederea obtinerii unei confirmari sau a unei dovezi a anumitor actiuni ale acestuia.
Astfel de actiuni ar trebui sa includa activitati infractionale desfasurate de angajat, in
masura in care este necesar ca angajatorul sa isi apere propriile interese, de exemplu,
in cazul in care acesta este raspunzator pentru actiunile angajatului. Aceste activitati
ar include, de asemenea, detectarea virusurilor si, in general, orice activitate
desfasurata de catre angajator pentru a garanta securitatea sistemului.

Ar trebui mentionat ca deschiderea postei electronice a unui angajat se poate dovedi,
de asemenea, necesard pentru alte motive decat cele de control sau monitorizare, de
exemplu pentru a asigura corespondenta atunci cand angajatul este absent (de
exemplu, in concediu medical sau de odihnd) si corespondenta nu poate fi asigurata in
alt mod (de exemplu, prin intermediul functiilor de rdspuns automat sau deviere
automata). ”
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50. Curtea de Justitie a Uniunii Europene a interpretat dispozitiile
Directivei 95/46/CE in lumina dreptului la respectarea vietii private, astfel
cum este garantat la art. 8 din Conventie, in cauza Osterreichischer
Rundfunk si altii (C-465/00, C-138/01 si C-139/01, Hotararea din 20 mai
2003, ECLI:EU:C:2003:294, punctele 71 si urm.).

51. Regulamentul (UE) 2016/679 al Parlamentului European si al
Consiliului din 27 aprilie 2016 privind protectia persoanelor fizice in ceea
ce priveste prelucrarea datelor cu caracter personal si privind libera
circulatie a acestor date si de abrogare a Directivei 95/46/CE (Regulamentul
general privind protectia datelor), publicat in JO 2016 L 119/1, a intrat in
vigoare la 24 mai 2016. Acesta abroga Directiva 95/46/CE cu efect de la 25
mai 2018 (articolul 99). Dispozitiile sale relevante au urmatorul cuprins:

Articolul 30 — Evidentele activititilor de prelucrare

»(1) Fiecare operator si, dupd caz, reprezentantul acestuia pastreaza o evidenta a
activitatilor de prelucrare desfasurate sub responsabilitatea lor. Respectiva evidenta
cuprinde toate urmatoarele informatii:

(a) numele si datele de contact ale operatorului si, dupd caz, ale operatorului
asociat, ale reprezentantului operatorului si ale responsabilului cu protectia datelor;

(b) scopurile prelucrarii;

(c) o descriere a categoriilor de persoane vizate si a categoriilor de date cu caracter
personal;

(d) categoriile de destinatari carora le-au fost sau le vor fi divulgate datele cu
caracter personal, inclusiv destinatarii din tari terte sau organizatii internationale;

(e) daca este cazul, transferurile de date cu caracter personal catre o tara tertd sau o
organizatie internationald, inclusiv identificarea tarii terte sau a organizatiei
internationale respective si, in cazul transferurilor mentionate la articolul 49
alineatul (1) al doilea paragraf, documentatia care dovedeste existenta unor garantii
adecvate;

(f) acolo unde este posibil, termenele-limitd preconizate pentru stergerea
diferitelor categorii de date;

(g) acolo unde este posibil, o descriere generald a masurilor tehnice si
organizatorice de securitate mentionate la articolul 32 alineatul (1).

(2) Fiecare operator si, dupa caz, persoana imputernicitd de operator pastreaza o
evidentd a tuturor categoriilor de activitati de prelucrare desfasurate in numele
operatorului, care cuprind:

(a) numele si datele de contact ale persoanei sau persoanelor imputernicite de
operator si ale fiecarui operator in numele caruia actioneaza aceasta persoana (aceste
persoane), precum si ale reprezentantului operatorului sau al persoanei imputernicite
de operator, dupa caz;

(b) categoriile de activitati de prelucrare desfasurate in numele fiecarui operator;

(c) daca este cazul, transferurile de date cu caracter personal cétre o tara tertd sau o
organizatie internationala, inclusiv identificarea tarii terte sau a organizatiei
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internationale respective si, in cazul transferurilor prevazute la articolul 49 alineatul
(1) al doilea paragraf, documentatia care dovedeste existenta unor garantii adecvate;

(d) acolo unde este posibil, o descriere generaldi a masurilor tehnice si
organizatorice de securitate mentionate la articolul 32 alineatul (1).

(3) Evidentele mentionate la alineatele (1) si (2) se formuleaza in scris, inclusiv in
format electronic.

(4) Operatorul sau persoana imputernicitd de acesta, precum si, dupd caz,
reprezentantul operatorului sau al persoanei imputernicite de operator pun
evidentele la dispozitia autoritatii de supraveghere, la cererea acesteia.

(5) Obligatiile mentionate la alineatele 1 si 2 nu se aplicd unei intreprinderi sau
organizatii cu mai putin de 250 de angajati, cu exceptia cazului in care prelucrarea
pe care o efectueaza este susceptibild sd genereze un risc pentru drepturile si
libertatile persoanelor vizate, prelucrarea nu este ocazionala sau prelucrarea include
categorii speciale de date, astfel cum se prevede la articolul 9 alineatul (1), sau date
cu caracter personal referitoare la condamnari penale si infractiuni, astfel cum se
mentioneaza la articolul 10.”

Articolul 47 — Regulile corporatiste obligatorii

(1) In conformitate cu mecanismul pentru asigurarea coerentei prevazut la articolul
63, autoritatea de supraveghere competentd aproba reguli corporatiste obligatorii, cu
conditia ca acestea:

(a) sa fie obligatorii din punct de vedere juridic si sa se aplice fiecarui membru vizat
al grupului de iIntreprinderi sau al grupului de intreprinderi implicate intr-o activitate
economicd comund, inclusiv angajatilor acestuia, precum si sa fie puse in aplicare de
membrii In cauza;

(b) sa confere, in mod expres, drepturi exercitabile persoanelor vizate In ceea ce
priveste prelucrarea datelor lor cu caracter personal; si

(c) sa indeplineasca cerintele prevazute la alineatul (2).
(2) Regulile corporatiste obligatorii mentionate la alineatul (1) precizeaza cel putin:

(a) structura si datele de contact ale grupului de intreprinderi sau ale grupului de
intreprinderi implicate intr-o activitate economicd comuna si ale fiecdruia dintre
membrii sai;

(b) transferurile de date sau setul de transferuri, inclusiv categoriile de date cu

caracter personal, tipul prelucrarii si scopurile prelucrarii, tipurile de persoane vizate
afectate si identificarea tarii terte sau a tarilor terte In cauza;

(c) caracterul lor juridic obligatoriu, att pe plan intern, cat si extern;

(d) aplicarea principiilor generale in materie de protectie a datelor, in special
limitarea scopului, reducerea la minimum a datelor, perioadele de stocare limitate,
calitatea datelor, protectia datelor incepand cu momentul conceperii si protectia
implicitd, temeiul juridic pentru prelucrare, prelucrarea categoriilor speciale de date cu
caracter personal, masurile de asigurare a securitdtii datelor, precum si cerintele
referitoare la transferurile ulterioare citre organisme care nu fac obiectul regulilor
corporatiste obligatorii;

(e) drepturile persoanelor vizate in ceea ce priveste prelucrarea si mijloacele de
exercitare a acestor drepturi, inclusiv dreptul de a nu face obiectul unor decizii bazate
exclusiv pe prelucrarea automata, inclusiv crearea de profiluri, In conformitate cu
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articolul 22, dreptul de a depune o plangere in fata autoritatii de supraveghere
competente si in fata instantelor competente ale statelor membre, in conformitate cu
articolul 79, precum si dreptul de a obtine reparatii si, dupa caz, despagubiri pentru
incélcarea regulilor corporatiste obligatorii;

(f) acceptarea de catre operator sau de persoana imputernicitd de operator, care isi
are sediul pe teritoriul unui stat membru, a rdspunderii pentru orice incélcare a
regulilor corporatiste obligatorii de catre orice membru in cauza care nu isi are sediul
in Uniune; operatorul sau persoana imputernicitd de operator este exonerat(d) de
aceasta raspundere, integral sau partial, numai dacd dovedeste cd membrul respectiv
nu a fost raspunzator de evenimentul care a cauzat prejudiciul;

(g) modul in care informatiile privind regulile corporatiste obligatorii, in special
privind dispozitiile mentionate la literele (d), (e) si (f) de la prezentul alineat, sunt
furnizate persoanelor vizate in completarea informatiilor mentionate la articolele 13 si
14;

(h) sarcinile oricdrui responsabil cu protectia datelor desemnat in conformitate cu
articolul 37 sau ale oricarei alte persoane sau entitati insdrcinate cu monitorizarea
respectarii regulilor corporatiste obligatorii in cadrul grupului de intreprinderi sau al
grupului de intreprinderi implicate Intr-o activitate economicd comund, a activitatilor
de formare si a gestionarii plangerilor;

(1) procedurile de formulare a plangerilor;

(j) mecanismele din cadrul grupului de intreprinderi sau al grupului de intreprinderi
implicate intr-o activitate economica comund, menite sd asigure verificarea
conformitatii cu regulile corporatiste obligatorii. Aceste mecanisme includ auditurile
privind protectia datelor si metodele de asigurare a actiunilor corective menite sa
protejeze drepturile persoanei vizate. Rezultatele acestor verificari ar trebui sa fie
comunicate persoanei sau entitdtii mentionate la litera (h) si consiliului de
administratie al intreprinderii care exercitd controlul grupului de intreprinderi sau al
grupului de intreprinderi implicate intr-o activitate economica comuna si ar trebui sa
fie puse la dispozitia autoritatii de supraveghere competente, la cerere.

(k) mecanismele de raportare si inregistrare a modificarilor aduse regulilor si de
raportare a acestor modificari autoritatii de supraveghere;

(I) mecanismul de cooperare cu autoritatea de supraveghere in vederea asigurarii
respectarii regulilor de cétre orice membru al grupului de intreprinderi sau al grupului
de intreprinderi implicate intr-o activitate economica comuna, in special prin punerea
la dispozitia autoritatii de supraveghere a rezultatelor verificarilor cu privire la
masurile mentionate la punctul (j);

(m) mecanismele de raportare catre autoritatea de supraveghere competentd a
oricaror cerinte legale impuse unui membru al grupului de intreprinderi sau al
grupului de intreprinderi implicate intr-o activitate economicd comuna intr-o tara terta
care pot avea un efect advers considerabil asupra garantiilor furnizate prin regulile
corporatiste obligatorii; si

(n) formarea corespunzatoare in domeniul protectiei datelor a personalului care are
un acces permanent sau periodic la date cu caracter personal.

(3) Comisia poate preciza formatul si procedurile pentru schimbul de informatii
intre operatori, persoanele imputernicite de operatori si autoritatile de supraveghere
pentru regulile corporatiste obligatorii in sensul prezentului articol. Actele de punere
in aplicare respective se adoptd in conformitate cu procedura de examinare prevazuta
la articolul 93 alineatul (2).”
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Articolul 88 — Prelucrarea in contextul ocupérii unui loc de munca

»(1) Prin lege sau prin acorduri colective, statele membre pot prevedea norme mai
detaliate pentru a asigura protectia drepturilor si a libertatilor cu privire la prelucrarea
datelor cu caracter personal ale angajatilor in contextul ocuparii unui loc de muncé, in
special in scopul recrutarii, al indeplinirii clauzelor contractului de munca, inclusiv
descarcarea de obligatiile stabilite prin lege sau prin acorduri colective, al gestionarii,
planificarii si organizarii muncii, al egalitatii si diversitatii la locul de munca, al
asigurarii sanatatii si securitatii la locul de muncd, al protejarii proprietatii
angajatorului sau a clientului, precum si in scopul exercitdrii si beneficierii, In mod
individual sau colectiv, de drepturile si beneficiile legate de ocuparea unui loc de
muncd, precum $i pentru incetarea raporturilor de munca.

(2) Aceste norme includ masuri corespunzatoare si specifice pentru garantarea
demnitatii umane, a intereselor legitime si a drepturilor fundamentale ale persoanelor
vizate, 1n special In ceea ce priveste transparenta prelucrarii, transferul de date cu
caracter personal in cadrul unui grup de intreprinderi sau al unui grup de intreprinderi
implicate intr-o activitate economicd comuna si sistemele de monitorizare la locul de
munca.

(3) Fiecare stat membru informeaza Comisia cu privire la dispozitiile de drept
intern pe care le adopta in temeiul alineatului (1) pana la 25 mai 2018, precum si, fara
intarziere, cu privire la orice modificare ulterioara a acestora.”

V. DREPT COMPARAT

52. Din documentele de care dispune Curtea privind legislatia statelor
membre ale Consiliului Europei, in special un studiu referitor la 34 de state
membre, reiese ca toate aceste state recunosc in general, la nivel
constitutional sau legislativ, dreptul la respectarea vietii private si la secretul
corespondentei. Cu toate acestea, doar Austria, Finlanda, Luxemburg,
Portugalia, Regatul Unit si Slovacia reglementeazd in mod explicit
problema exercitarii dreptului la viatd privatd la locul de munca, fie in
cadrul legislatiei muncii, fie in cadrul unor legi speciale.

53. In ceea ce priveste prerogativele de monitorizare, 34 de state
membre ale Consiliului Europei impun angajatorului obligatia de a avertiza
in prealabil angajatul cu privire la monitorizare. Aceasta avertizare poate
imbraca mai multe forme, de exemplu, notificarea autorittilor responsabile
pentru protectia datelor cu caracter personal sau a reprezentantilor
angajatilor. Legislatia in vigoare in Austria, Estonia, Finlanda, Grecia,
Lituania, Luxemburg, Fosta Republica ITugoslava a Macedoniei, Norvegia,
Polonia si Slovacia impune angajatorului obligatia sa avertizeze direct
angajatul Tnainte de a incepe monitorizarea.

54. In Austria, Danemarca, Finlanda, Franta, Germania, Grecia, Italia,
Portugalia si Suedia, angajatorii pot monitoriza e-mailurile marcate de
angajati ca fiind ,,private”, dar fard si poati avea acces la continutul lor. In
Luxemburg, angajatorul nu poate deschide nici e-mailurile marcate ca fiind
»private”, nici pe cele care au, in mod evident, un caracter privat. Italia,
Republica Ceha si Slovenia, precum si, intr-o anumitd masurd, Republica
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Moldova, impun, de asemenea, limitdri in privinta monitorizarii pe care
angajatorul o poate exercita asupra comunicarilor angajatilor sai, in functie
de natura profesionala sau personalid a acestor comuniciri. In Germania si
Portugalia, odata stabilit caracterul privat al unei comunicari, angajatorul
trebuie sd Inceteze s o citeasca.

IN DREPT

I. CU PRIVIRE LA PRETINSA INCALCARE A ART.8 DIN
CONVENTIE

55. Reclamantul sustine cd masura de concediere adoptatd de catre
angajatorul lui s-a intemeiat pe o incalcare a dreptului acestuia la
respectarea vietii private si a corespondentei si ca, avand 1n vedere cd nu au
anulat masura 1n cauza, instantele interne nu si-au indeplinit obligatia de a
proteja acest drept. Acesta invoca art. 8 din Conventie, care are urmatorul
cuprins:

,»1. Orice persoana are dreptul la respectarea vietii sale private si de familie, a
domiciliului sau si a corespondentei sale.

2. Nu este admis amestecul unei autoritati publice in exercitarea acestui drept decat
in masura in care acest amestec este prevazut de lege si daca constituie o masura care,
intr-o societate democratica, este necesara pentru securitatea nationald, siguranta
publica, bundstarea economica a tarii, apararea ordinii si prevenirea faptelor penale,
protejarea sanatatii sau a moralei, ori protejarea drepturilor si libertatilor altora.”

A. Concluziile Camerei

56. In hotdrarea sa din 12 januarie 2016, Camera a hotirat, in primul
rand, ca art. 8§ din Conventie era aplicabil in spetd. Pe baza notiunii de
asteptare rezonabild ca viata privatd sa fie protejata, aceasta a apreciat ca
prezenta cauza se deosebeste de cauzele Copland (hotarare citatd anterior,
pct. 41) si Halford impotriva Regatului Unit (25 iunie 1997, pct. 45,
Culegere de hotdrari si decizii 1997-11), iIn masura in care, In speta,
regulamentul intern al angajatorului interzicea strict angajatilor utilizarea
calculatoarelor si a resurselor societatii in scopuri personale. Camera a tinut
seama de natura comunicarilor reclamantului si de faptul ca transcrierea lor
a fost utilizata ca element de proba in cadrul procedurii desfasurate in fata
instantelor interne, si a concluzionat cd dreptul reclamantului la respectarea
,Vvietil private” si a ,,corespondentei” sale se afla in joc.

57. In continuare, Camera a analizat cauza din perspectiva obligatiilor
pozitive ale statului, avand in vedere cd decizia de concediere a
reclamantului a fost luata de catre o persoand de drept privat. Prin urmare, a
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examinat dacd autoritatile nationale au asigurat un echilibru just intre
dreptul reclamantului la respectarea vietii sale private si a corespondentei
sale si interesele angajatorului persoanei in cauza.

58. Aceasta a luat act de faptul cd reclamantul a avut posibilitatea de a
sesiza instantele pentru litigii de munca si de a expune in fata lor
argumentele sale. Camera a observat ca instantele au hotérat ca reclamantul
savarsise o abatere disciplinara utilizand internetul in scopuri personale in
timpul orelor de lucru si cd, in acest context, au luat in considerare
desfasurarea procedurii disciplinare, in special faptul ca angajatorul a avut
acces la continutul comunicarilor reclamantului abia dupd ce acesta din
urma a declarat cd utilizase Yahoo Messenger in scopuri profesionale.

59. In continuare, Camera a observat ci hotararile instantelor interne nu
s-au bazat pe continutul comunicarilor reclamantului si cd monitorizarea
efectuatd de angajator se limitase la utilizarea de catre reclamant a
programului Yahoo Messenger.

60. In consecintd, aceasta a concluzionat ¢ nu fusese incalcat art. 8 din
Conventie.

B. Cu privire la domeniul de aplicare a cauzei in fata Marii Camere

61. Curtea observa ca reclamantul a sustinut, in fata Camerei, ca decizia
angajatorului sau de incetare a contractului de muncd s-a bazat pe o
incdlcare a dreptului sdu la respectarea vietii private si a corespondentei,
protejat de art. 8 din Conventie, precum si ca, avand In vedere cda nu
anulasera aceastd masurd, instantele nationale isi incalcasera obligatia de a
proteja acest drept. Camera a declarat admisibil acest capat de cerere la 12
1anuarie 2016.

62. Curtea reaminteste cd prezenta cauza trimisd in fata Marii Camere
este cererea astfel cum a fost declarata admisibila de catre Camera [K. si T.
impotriva Finlandei (MC), nr. 25702/94, pct. 140-141, CEDO 2001-VII,
D.H. si altii impotriva Republicii Cehe (MC), nr. 57325/00, pct. 109, CEDO
2007-1V si Blokhin impotriva Rusiei, (MC), nr. 47152/06, pct. 91, CEDO
2016].

63. In observatiile sale in fata Marii Camere, reclamantul s-a plans
pentru prima datd cu privire la respingerea, in 2012, a plangerii penale
depuse de acesta pentru violarea secretului corespondentei (infra, pct. 90).

64. Acest nou capat de cerere nu este mentionat in decizia de
admisibilitate din 12 ianuarie 2016, care defineste cadrul examinarii cererii.
Prin urmare, nu intrd in sfera examinarii cauzei, astfel cum a fost trimisa
aceasta in fata Marii Camere. Prin urmare, Marea Camerd nu are
competenta de a solutiona acest capat de cerere si isi va limita examinarea la
capatul de cerere declarat admisibil de catre Camera.
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C. Cu privire la aplicabilitatea art. 8 din Conventie

1. Argumentele partilor

a) Guvernul

65. Guvernul sustine cd reclamantul nu poate pretinde nicio asteptare de
asigurare a caracterului ,,privat” al comunicarilor efectuate de acesta prin
intermediul unui cont de mesagerie instantanee, deschis pentru a fi utilizat
in scopuri profesionale. Invocand jurisprudenta instantelor din Franta si
Cipru, reclamantul sustine c@ acele comunicari trimise de un angajat prin
mijloacele tehnice puse la dispozitia sa de cétre angajatorul sau trebuie sa
fie considerate ca avand caracter profesional, cu exceptia cazului in care
angajatul declard in mod expres caracterul lor privat. Acesta a precizat ca
programul Yahoo Messenger nu ofera posibilitatea tehnica de a marca o
comunicare ca fiind privata, dar cd, totusi, reclamantul a avut o ocazie
adecvatd, in prima fazd a procedurii disciplinare, sd declare caracterul privat
al comunicdrilor sale si, cu toate acestea, a ales sa afirme cad erau
profesionale. Acesta a adaugat ca reclamantul fusese informat nu numai cu
privire la regulamentul intern al angajatorului sdu, care interzicea orice
utilizare in scopuri personale a resurselor societdtii, dar si cu privire la
faptul ca angajatorul sau pusese in aplicare un sistem de monitorizare a
comunicdrilor.

66. Guvernul se bazeaza, de asemenea, pe alte trei argumente pentru a
sustine ca art. 8 din Conventie nu este aplicabil in spetd. in primul rand,
niciun element din dosar nu permite sd se afirme cd transcrierea
comunicarilor reclamantului a fost divulgatd colegilor sai de munca;
reclamantul este cel care a prezentat transcrierea integralda a acestor
comunicari in fata instantelor interne, fara a solicita restrictionarea accesului
la aceste documente. in al doilea rand, autorititile nationale au utilizat
transcrierea comunicdrilor ca element de proba deoarece reclamantul a
solicitat acest lucru, iar organele de urmadrire penald constataserd deja
legalitatea monitorizarii in litigiu a comunicarilor. In al treilea rand,
informarea ar fi continut suficiente precizdri pentru a-i permite
reclamantului sd inteleagd cd angajatorul sdu putea sd ii monitorizeze
comunicarile, fapt care lipsea de obiect caracterul lor privat.

b) Reclamantul

67. Reclamantul nu a prezentat observatii cu privire la aplicabilitatea
art. § din Conventie, dar a sustinut In mod constant caracterul privat al
comunicdrilor sale.

68. Acesta a argumentat, de asemenea, ca, avand in vedere faptul ca el
insusi crease contul de Yahoo Messenger In cauza si ca era singurul care
cunostea parola acestuia, putea sd aiba asteptari rezonabile in ceea ce
priveste caracterul privat al comunicarilor sale. Acesta a afirmat, de
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asemenea, cd nu a primit din partea angajatorului sdu nicio notificare cu
privire la punerea In aplicare a masurii de monitorizare a comunicarilor sale.

2. Motivarea Curtii

69. Curtea subliniaza ca, 1n speta, se pune problema daca faptele de care
se plange reclamantul intra in domeniul de aplicare a art. 8 din Conventie.

70. In acest stadiu al examindrii sale, Curtea considera ca este util si se
aduca aminte cd notiunea de ,,viata privatd” este o notiune larga, care nu se
preteaza unei definitii exhaustive (Sidabras si DzZiautas impotriva Lituaniei,
nr. 55480/00 si 59330/00, pct. 43, CEDO 2004-VIII). Astfel, art. 8 din
Conventie protejeaza dreptul la evolutie personald (K.A. si A.D. impotriva
Belgiei, nr. 42758/98 $1 45558/99, pct. 83, 17 februarie 2005), fie sub forma
dezvoltarii personale [Christine Goodwin impotriva Regatului Unit (MC),
nr. 28957/95, pct. 90, CEDO 2002-VI], fie sub forma autonomiei personale,
care reflectd un principiu important in interpretarea garantiilor oferite de art.
8 (Pretty impotriva Regatului Unit, nr. 2346/02, pct. 61, CEDO 2002-I11).
Curtea recunoaste ca fiecare persoanad are dreptul la o viatd privata, departe
de orice atentie nedoritd [Smirnova impotriva Rusiei, nr. 46133/99 si
48183/99, pct. 95, CEDO 2003-IX (extrase)]. Pe de altd parte, aceasta
considera ca limitarea notiunii de ,,viatd privatd” la un ,,cerc intim”, in care
fiecare individ 1si poate trai viata personald dupa bunul plac, si excluderea
in totalitate a lumii exterioare din acest cerc ar fi prea restrictive (Niemietz
impotriva Germaniei, 16 decembrie 1992, pct. 29, seria A nr. 251-B).
Astfel, art. 8 garanteaza dreptul la ,,viata privatd” in sens larg, care include
dreptul de a duce o ,,viatd sociala privatd”, si anume posibilitatea individului
de a-si dezvolta identitatea sociali. In aceastd privinta, dreptul in cauzi
consacra posibilitatea unui individ de a se indrepta catre ceilalti pentru a
stabili si a dezvolta relatii cu semenii (Bigaeva impotriva Greciei, nr.
26713/05, pet. 22, 28 mai 2009 si Ozpinar impotriva Turciei, nr. 20999/04,
pct. 45 in fine, 19 octombrie 2010).

71. Curtea considera ca notiunea de ,viatd privatd” poate include
activititile profesionale [Ferndndez Martinez impotriva Spaniei (MC),
nr. 56030/07, pct. 110, CEDO 2014 (extrase) si Oleksandr Volkov impotriva
Ucrainei, nr.21722/11, pct. 165-166, CEDO 2013] sau activitatile
desfasurate intr-un context public [Von Hannover impotriva Germaniei (nr.
2) (MC), nr. 40660/08 si 60641/08, pct. 95, CEDO 2012]. Restrictiile aduse
vietii profesionale pot intra sub incidenta art. 8 atunci cdnd acestea afecteaza
modul in care individul isi creeaza identitatea sociald, prin dezvoltarea
relatiilor cu ceilalti. In acest sens, este necesar si se sublinieze ci
majoritatea oamenilor au multe ocazii, daca nu chiar cele mai multe ocazii,
de a-si dezvolta relatiile cu lumea exterioard tocmai in cadrul activitatii
profesionale desfasurate (Niemetz, citata anterior, pct. 29).

72. Pe de alta parte, In ceea ce priveste notiunea de ,,corespondenta”,
trebuie sa se constate ca, in formularea art. 8 din Conventie, acest termen nu
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este insotit de niciun adjectiv, spre deosebire de termenul ,,viata”. Mai mult,
Curtea a constatat deja ca, in ceea ce priveste corespondenta telefonica, nu
este necesar ca aceastd notiune si fie calificatd in vreun fel. Intr-o serie de
cauze referitoare la corespondenta cu un avocat, aceasta nici macar nu a luat
in considerare posibilitatea ca art. 8 sd fie inaplicabil din cauza caracterului
profesional al corespondentei (a se vedea, in acest sens, Niemietz, citata
anterior, pct. 32, cu referintele citate). Aceasta a concluzionat, de asemenea,
ca comunicdrile telefonice intrd in sfera notiunilor de ,,viatd privatd” si
,corespondentd” in sensul art. 8 [Roman Zakharov impotriva Rusiei (MC),
nr. 47143/06, pct. 173, CEDO 2015]. In principiu, acest lucru este valabil si
in cazul in care astfel de comunicari sunt efectuate din sau primite in sedii
profesionale [Halford, citata anterior, pct. 44, si Amann impotriva Elvetiei
(MC), nr. 27798/95, pct. 44, CEDO 2000-1I]. Acelasi lucru este valabil si in
cazul mesajelor electronice trimise de la locul de munca: acestea se bucura
de o protectie similara in temeiul art. 8, la fel ca si informatiile obtinute prin
monitorizarea utilizdrii de catre o persoana a internetului (Copland, citata
anterior, pct. 41 in fine).

73. Reiese clar din jurisprudenta Curtii ca acele comunicari care sunt
efectuate din sedii profesionale, precum si cele efectuate la domiciliu, pot fi
incluse in sfera notiunilor de ,,viatd privatd” si ,,corespondentd”, mentionate
la art. 8 din Conventie (Halford, citata anterior, pct. 44, si Copland, citata
anterior, pct. 41). Pentru a stabili dacd notiunile de ,viata privatd” si
»corespondentd” sunt aplicabile, Curtea a examinat, in mai multe randuri,
dacd o persoand putea sa aiba asteptari rezonabile ca viata sa privata sa fie
protejata si respectata [ibidem; in ceea ce priveste ,,viata privatd”, a se vedea
Képke impotriva Germaniei (dec.), nr. 420/07, 5 octombrie 2010]. In acest
context, Curtea a precizat cd asteptarile rezonabile in ceea ce priveste
protejarea si respectarea vietii private constituie un criteriu important, dar
nu neaparat decisiv (Kopke, citatd anterior).

74. Aplicand aceste principii In spetd, Curtea evidentiazd de la bun
inceput cd tipul de mesagerie instantanee pe internet in discutie nu
reprezinta altceva decat o formad de comunicare ce face parte din exercitarea
unei vieti private sociale. Pe de altd parte, notiunea de ,,corespondenta” se
aplica trimiterii si primirii de mesaje, chiar si de pe computerul
angajatorului. Curtea observa totusi ca angajatorul reclamantului se astepta
de la acesta din urma, precum si de la ceilalti angajati, sa se abtina de la
desfasurarea oricarei activitati personale la locul de munca. Aceastd cerinta
a angajatorului s-a reflectat In special in interzicerea utilizdrii resurselor
societdtii In scopuri personale (a se vedea supra, pct. 12).

75. Curtea observa, in continuare, cd, pentru a asigura respectarea
acestei cerinte, angajatorul a instituit un sistem de monitorizare a utilizarii
internetului de catre angajatii acestuia (supra, pct. 17 si 18). Din
documentele depuse la dosar, in special din cele referitoare la procedura
disciplinara initiatd impotriva reclamantului, reiese cd, in cadrul acestei
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activitati de monitorizare, atat fluxul, cat si continutul comunicdrilor
reclamantului au fost Inregistrate si stocate (supra, pct. 18 si 20).

76. Curtea remarca, de asemenea, cd, in pofida acestei cerinte din partea
angajatorului sdu, reclamantul a schimbat mesaje de naturd personald cu
logodnica sa si cu fratele sau (a se vedea supra, pct. 21). Unele dintre aceste
comunicari aveau un caracter intim (ibidem).

77. Curtea considerd cd rezultd in mod clar din dosar ca reclamantul
fusese intr-adevar informat cu privire la interdictia de a utiliza internetul in
scopuri personale, impusa prin regulamentul intern al angajatorului sau (a se
vedea supra, pct. 14). Cu toate acestea, nu este la fel de clar ca a fost
informat cu privire la monitorizarea comunicdrilor sale Tnainte de initierea
operatiunii de monitorizare. Astfel, Guvernul sustine ca reclamantul a luat
cunostinta de informarea angajatorului la o datd nespecificata, in perioada 3-
13 1iulie 2007 (supra, pct. 16). Or, autoritatile nationale au omis sd
examineze daca reclamantul fusese informat cu privire la activitatea de
monitorizare la o datd anterioara datei instituirii acestei masuri, avand in
vedere cd angajatorul a Tnregistrat comunicarile in timp real in perioada 5-
13 iulie 2007 (supra, pct. 17).

78. In orice caz, nu pare ci reclamantul a fost informat in prealabil cu
privire la amploarea si natura monitorizarii efectuate de catre angajatorul
sdu ori cu privire la posibilitatea ca acesta sa aibd acces la continutul
comunicdrilor sale.

79. Curtea ia notd, de asemenea, de argumentul reclamantului, potrivit
caruia el insusi crease contul de Yahoo Messenger 1n cauza si era singurul
care 11 cunostea parola (supra, pct. 68). De asemenea, Curtea constata ca,
astfel cum reiese din inscrisurile depuse la dosar, angajatorul a avut, de
asemenea, acces la contul personal de Yahoo Messenger al reclamantului
(supra, pct. 21). Astfel, reclamantul crease contul de Yahoo Messenger in
cauzd i1n urma instructiunilor angajatorului sau pentru a raspunde
intrebarilor clientilor (supra, pct. 11), iar angajatorul avea acces la acesta.

80. Nu s-a stabilit daca - si in acest caz, in ce masurd - regulamentele
restrictive ale angajatorului i-au permis reclamantului sd aibd asteptari
rezonabile privind viata privata. Astfel, instructiunile unui angajator nu pot
sa reducd la zero exercitarea dreptului la viata privatd sociald la locul de
munca. Respectarea vietii private si a confidentialitdtii comunicarilor se
impune in continuare, chiar daca acestea pot fi limitate in masura in care
este necesar.

81. Avand in vedere toate aceste consideratii, Curtea concluzioneaza ca
acele comunicari efectuate de reclamant la locul sdu de munca intrau in
sfera notiunilor de ,,viata privata” si ,,corespondentd”. Rezulta ca, avand in
vedere circumstantele cauzei, art. 8 din Conventie este aplicabil.
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D. Cu privire la respectarea art. 8 din Conventie

1. Argumentele partilor si observatiile tertilor intervenienti

a) Reclamantul

82. In observatiile sale scrise prezentate in fata Marii Camere,
reclamantul sustine ca anumite elemente faptice ale cauzei nu au fost
suficient luate in considerare de citre Camerd. in primul rand, acesta
evidentiazd caracteristicile specifice ale programului Yahoo Messenger, un
instrument care ar fi conceput pentru uz personal. Acesta considerd ca
optiunea angajatorului sau de a folosi instrumentul in cauza intr-un context
profesional nu poate schimba faptul cd acesta este destinat, in esenta,
utilizdrii Tn scopuri personale. Astfel, considera ca este unicul proprietar al
contului de Yahoo Messenger pe care l-a creat la solicitarea angajatorului
sau.

83. In al doilea rand, reclamantul sustine ci angajatorul lui nu adoptase
nicio politica de utilizare a internetului. Acesta sustine ca nu a fost avertizat
in niciun fel cu privire la posibilitatea monitorizarii sau citirii comunicarilor
sale. Afirma, de asemenea, ca nu si-a dat acordul in acest sens. Acesta
precizeaza cd, dacd ar fi fost instituitd o astfel de politicd si ar fi fost
informat 1n acest sens, s-ar fi abtinut sd expuna anumite aspecte ale vietii
sale private pe Yahoo Messenger.

84. In al treilea rand, reclamantul considera cd este necesar si se faci o
distinctie intre utilizarea internetului in scopuri personale, in vederea
obtinerii unui profit material, si,,0 simpld conversatie scurta si inofensiva”,
care nu avea ca scop obtinerea unui profit si care nu a cauzat niciun
prejudiciu angajatorului — in aceastd privintd, el sustine ca, de altfel,
angajatorul nu l-a acuzat, in cursul procedurii disciplinare, ca ar fi cauzat
vreun prejudiciu societatii. Reclamantul insistd asupra evolutiei tehnologiei
informatiei si comunicatiilor, precum si a obiceiurilor si practicilor sociale
legate de folosirea acesteia. In opinia lui, circumstantele care predomina in
prezent in domeniul ocuparii fortei de munca nu permit sa se stabileasca o
distinctie clara Intre viata profesionald si viata privata si considera ilegitima
orice politica manageriald de interzicere a utilizarii In scopuri personale a
internetului si a dispozitivelor conexe.

85. Din punct de vedere juridic, reclamantul considera ca statul roman
nu si-a respectat obligatiile pozitive care ii revin in temeiul art. 8 din
Conventie. Mai exact, se plange ca instantele nationale nu au anulat decizia
de concediere, desi, In opinia sa, recunoscusera incdlcarea dreptului sau la
respectarea comunicdrilor sale private.

86. Acesta sustine, in primul rand, ca distinctia facuta de Camera intre
prezenta cauzi si cauza Copland (citatd anterior, pct. 42) este incorectd. in
opinia lui, elementul decisiv in analizarea cauzei nu il reprezinta faptul ca
angajatorul tolerase sau nu utilizarea internetului in scopuri personale, ci
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faptul ca acesta nu avertizase angajatul In privinta posibilititii unei
monitorizdri a comunicarilor sale. In aceastd privinti, el sustine ca
angajatorul sau l-a pus intai sub supraveghere si cd, abia ulterior, i-a oferit
ocazia de a preciza dacd era vorba despre comunicdri private sau
profesionale. Acesta sustine ca trebuie sa se examineze daca, pe de o parte,
interzicerea totald a utilizérii internetului in scopuri personale ii confera
angajatorului dreptul de a-si monitoriza angajatii si dacd, pe de altd parte,
angajatorul trebuie sa motiveze monitorizarea.

87. In al doilea rand, reclamantul apreciazi ci analiza efectuati de
Camera din perspectiva art. 8 § 2 nu este conforma cu jurisprudenta Curtii,
in masura in care aceasta nu a verificat daca ingerinta in exercitarea
dreptului la respectarea vietii sale private si a corespondentei sale era
prevazutd de lege, daca urmdrea un scop legitim si daca era necesara intr-o
societate democratica.

88. In ceea ce priveste competenta instantelor pentru litigii de munca,
reclamantul afirma ca acestea pot exercita un control complet al legalitatii si
temeiniciei masurii supuse examindrii lor. Potrivit acestuia, instanta are
sarcina de a solicita prezentarea elementelor de proba necesare si de a ridica
orice chestiune de drept sau de fapt relevantd, chiar dacd partile nu o
mentioneazd. Astfel, instantele pentru litigii de munca au competenta
extinsa privind examinarea oricarei chestiuni legate de un litigiu munca,
inclusiv aspectele legate de respectarea vietii private si a corespondentei
angajatilor.

89. Cu toate acestea, abordarea adoptata de instantele nationale in
prezenta cauza a fost rigida si ar fi avut ca scop doar sd confirme decizia
angajatorului sau. Instantele romane au efectuat o analizd eronata a
elementelor faptice ale cauzei si nu au luat in considerare particularitdtile
comunicdrilor din mediul virtual. Astfel, Incdlcarea dreptului reclamantului
la respectarea vietii sale private si a corespondentei sale a fost intentionata si
ilicita si a avut ca scop sa furnizeze elemente de proba care sa permitd
incetarea contractului sdu de munca.

90. In cele din urmi, reclamantul s-a plans pentru prima dati in cadrul
procedurii in fata Marii Camere cu privire la modul de solutionare a
plangerii penale depuse de acesta in 2007: in 2012, Directia de Investigare a
Infractiunilor de Criminalitate Organizata si Terorism (DIICOT) din cadrul
Parchetului a respins aceastd plangere, fara sa fi stabilit Tn mod corect
situatia de fapt din speta.

91. In cursul sedintei din fata Marii Camere, reclamantul a precizat, ca
raspuns la o intrebare adresata de judecatori, ca, deoarece angajatorul sau
pusese la dispozitia angajatilor sdi doar o singura imprimanta, toti colegii
sdi au fost in masurd sd vada continutul celor 45 de pagini ale transcrierii
comunicdrilor sale de pe Yahoo Messenger.

92. Reclamantul solicitda Marii Camere sd constate Incalcarea art. 8 din
Conventie si sd confirme, cu aceastd ocazie, faptul ca monitorizarea
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corespondentei angajatilor poate fi efectuatd numai cu respectarea legislatiei
in vigoare, intr-un mod transparent si pentru motivele prevazute de lege si
ca angajatorul nu dispune de o putere discretionard de monitorizare a
corespondentei angajatilor sai.

b) Guvernul

93. Guvernul precizeaza ca angajatorul a 1Inregistrat comunicarile
reclamantului in perioada 5-13 iulie 2007 si, ulterior, i-a acordat
posibilitatea de a oferi explicatii cu privire la utilizarea de catre acesta a
internctului, utilizare care fusese semnificativ mai mare decat in cazul
colegilor sdi. Acesta arata cd, intrucat reclamantul a sustinut caracterul
profesional al comunicarilor sale, angajatorul a verificat explicatiile
acestuia.

94. Guvernul argumenteaza ca reclamantul nu a contestat, in recursul
sdu Tmpotriva sentintei pronuntate de prima instantd, concluzia judecatorilor
potrivit cdreia acesta fusese informat ca angajatorul sdu monitoriza
utilizarea internetului. in acest sens, a depus la dosar o copie a informarii
emisd de angajator, semnatd de reclamant. Facand trimitere la condica de
prezentd a angajatorului, acesta sustine cd reclamantul a semnat aceasta
informare ntre 3 si 13 iulie 2007.

95. Guvernul aratd, de asemenea, cd angajatorul a inregistrat
comunicdrile reclamantului in timp real. Acesta considera ca, din dosar, nu
reiese cd angajatorul ar fi avut acces la comunicarile anterioare sau la adresa
de e-mail privata a reclamantului.

96. Guvernul isi nsuseste concluziile Camerei si sustine ca statul roman
si-a respectat obligatiile pozitive care ii revin In temeiul art. 8§ din
Conventie.

97. Acesta arata, de la bun inceput, ca reclamantul a ales sa sesizeze
instantele nationale in cadrul unui litigiu de dreptul muncii. Guvernul
sustine cd instantele au examinat toate aceste cereri si au pus In balantd
diferitele interese aflate in joc, dar ca obiectul principal al analizei lor era
conformitatea cu dreptul intern a procedurii disciplinare indreptate
impotriva reclamantului. Acesta a avut posibilitatea de a sesiza instantele
nationale cu privire la cererea sa specificd, intemeiatd pe incdlcarea
dreptului la respectarea vietii sale private, in special in cadrul unei actiuni
intemeiate pe dispozitiile Legii nr. 677/2001 sau unei actiuni in raspundere
civila delictuald, insa a ales sa nu procedeze astfel. Pe de alta parte, acesta a
depus o plangere penald, cu privire la care parchetul a emis o rezolutie de
neincepere a urmadririi penale, pe motiv ca monitorizarea de catre angajator
a comunicarilor angajatilor sdi nu fusese nelegala.

98. In special in ceea ce priveste obligatiile pozitive ale statului,
Guvernul aratd ca abordarile privind reglementarea monitorizarii, pe care
angajatorii o pot exercita asupra angajatilor, variaza considerabil in randul
statelor membre ale Consiliului Europei. Unele state includ aceastd
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chestiune 1n sfera mai largd a prelucrarii datelor cu caracter personal, in
timp ce altele au adoptat o legislatie specificd in aceasta privinta. Chiar si in
cadrul celui de-al doilea grup de state, solutiile adoptate nu sunt uniforme in
ceea ce priveste sfera de aplicare si scopul monitorizarii angajatorului,
avertizarea prealabild a angajatilor sau utilizarea internetului in scopuri
personale.

99. Pe baza deciziei Kopke, citatd anterior, Guvernul sustine cd
instantele nationale au pus in mod corect in balantd dreptul reclamantului la
respectarea vietii sale private si a corespondentei sale si dreptul
angajatorului acestuia de a organiza si monitoriza activitatea desfasuratd in
societatea sa. Potrivit acestuia, in cazul in care comunicarile sunt
monitorizate de o entitate privatd, o examinare adecvata de catre autoritatile
nationale este suficientd in sensul art. 8 si nu este necesar un sistem
normativ specific de protectie.

100. Guvernul sustine, in continuare, ca instantele nationale au examinat
legalitatea si necesitatea deciziei angajatorului si au concluzionat ca
procedura disciplinard s-a desfasurat in conformitate cu legislatia in vigoare.
Acesta acorda o importantd deosebitd modului in care s-a desfasurat aceasta
procedura, in special in ceea ce priveste posibilitatea oferita reclamantului
de a preciza dacd comunicirile in cauzi aveau un caracter privat. In opinia
sa, dacd reclamantul ar fi facut uz de aceasta posibilitate, instantele ar fi pus
in mod diferit in balanta interesele aflate 1n joc.

101. In aceastd privinti, Guvernul subliniazi cd, in procedura
desfasuratd in fata autoritatilor nationale, Insusi reclamantul a prezentat
copia integrald a transcrierii comunicdrilor sale, fard nicio masurd de
precautie; acesta sustine cd reclamantul ar fi putut sd indice doar numele
conturilor In cauza sau sa depuna extrase din comunicarile sale, in special
cele care nu includeau informatii de natura intima. In plus, acesta contesti
afirmatiile reclamantului potrivit carora comunicdrile sale au fost divulgate
colegilor si precizeaza cd numai comisia de disciplind, alcatuitd din trei
persoane, a avut acces la acestea.

102. Guvernul apreciazd, pe de altd parte, ca decizia angajatorului era
necesara: acesta trebuia sd verifice argumentele invocate de reclamant in
cadrul procedurii disciplinare, pentru a stabili dacd persoana In cauzd
respectase regulamentul intern.

103. In cele din urma, Guvernul este de parere ci trebuie s se facd o
distinctie intre natura comunicdrilor si continutul acestora. Asemenea
Camerei, acesta observa cd instantele nationale nu au tinut seama in niciun
fel de continutul comunicarilor reclamantului, ci s-au limitat sa examineze
caracterul lor, constatand cd acestea erau personale.

104. Asadar, Guvernul concluzioneaza ca acest capat de cerere formulat
de reclamant in temeiul art. 8 din Conventie este nefundat.



HOTARAREA BARBULESCU IMPOTRIVA ROMANIEI 35

¢) Tertii intervenienti

i. Guvernul francez

105. Guvernul francez expune, in special, interpretarea sa cu privire la
domeniul de aplicare a obligatiei pozitive a autoritatilor nationale de a
asigura respectarea vietii private si a corespondentei angajatilor. Acesta
furnizeaza o prezentare exhaustiva a dispozitiilor franceze de drept civil,
dreptul muncii si dreptul penal, aplicabile in materie. In opinia sa, art. 8 din
Conventie se aplicd numai datelor, corespondentei si activitdtilor electronice
cu caracter strict personal. In aceasti privinti, invoci jurisprudenta
constantd a Curtii de Casatie din Franta, conform careia datele prelucrate,
trimise si primite prin intermediul echipamentelor electronice ale
angajatorului, sunt considerate a avea un caracter profesional, cu exceptia
cazului In care angajatul semnaleaza, in mod clar si precis, caracterul lor
personal.

106. Guvernul francez considerd cad marja de apreciere de care dispun
statele in acest domeniu trebuie sa fie ampla, deoarece este necesar sa se
pastreze un echilibru intre interesele private concurente. Acesta apreciaza ca
angajatorul poate sa exercite o monitorizare rezonabild a datelor si
corespondentei profesionale ale angajatilor, in masura In care aceasta
urmadreste un scop legitim, si sa utilizeze rezultatele acestei monitorizari in
cadrul unei proceduri disciplinare. Acesta subliniazd cd monitorizarea
trebuie sa fie insotita de o informare prealabila a angajatilor in acest sens. in
cele din urma, acesta mentioneaza ca, in cazul in care este vorba despre date
desemnate in mod clar de angajat ca fiind personale, angajatorul poate
sesiza instantele pentru a fi dispuse masuri de cercetare si a fi desemnat un
executor judecatoresc in vederea obtinerii accesului la datele in cauza si
inregistrarea continutului lor.

1I. Confederatia Europeanda a Sindicatelor

107. Confederatia Europeana a Sindicatelor considera ca este esential sd
se protejeze dreptul la respectarea vietii private in contextul raporturilor de
munca, in special avand in vedere dependenta structurald a angajatilor fata
de angajatori. Dupd ce a amintit principiile de drept international si
european aplicabile, aceasta mentioneaza cd accesul la internet ar trebui s
fie considerat un drept al omului si ca este necesara consolidarea dreptului
la respectarea corespondentei. In opinia sa, sunt necesare obtinerea
consimtdmantului angajatilor sau, cel putin, informarea lor prealabila,
precum si informarea reprezentantilor acestora, pentru ca angajatorul sa
poata prelucra datele cu caracter personal ale acestora.
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2. Motivarea Curtii

a) Cu privire la intrebarea daci prezenta cauza priveste o obligatie negativa
sau o obligatie pozitiva

108. Curtea trebuie sa stabileascd daca prezenta cauzd trebuie sa fie
examinata din perspectiva obligatiilor negative sau a obligatiilor pozitive ale
statului. Aceasta reaminteste cd, in conformitate cu art. 1 din Conventie,
statele contractante ,,recunosc oricdrei persoane aflate sub jurisdictia lor
drepturile si libertdtile definite [...] [in] [...] Conventie”. Desi art. 8 din
Conventie are ca scop principal apararea persoanei impotriva ingerintelor
arbitrare din partea autoritatilor publice, acesta poate, de asemenea, sa
impuna statului obligatii pozitive inerente respectarii efective a drepturilor
pe care le garanteaza [a se vedea, printre altele, X si Y impotriva Tarilor de
Jos, 26 martie 1985, pct. 23, seria A nr. 91, Von Hannover (nr. 2), citatd
anterior, pct. 98 si Hdmdldinen impotriva Finlandei (MC), nr. 37359/09,
pct. 62, CEDO 2014].

109. In spetd, Curtea observd ci masura contestati de reclamant, si
anume monitorizarea comunicarilor efectuate prin Yahoo Messenger, care a
determinat initierea unei proceduri disciplinare Impotriva acestuia si
concedierea lui ulterioard, pentru nerespectarea normelor interne de
interzicere a utilizdrii resurselor societatii Tn scopuri personale, stabilite de
catre angajatorul acestuia, nu a fost luatd de o autoritate a statului, ci de o
societate comerciald de drept privat. Monitorizarea comunicarilor
reclamantului de catre angajator si consultarea de catre acesta din urma a
continutului lor, in vederea justificarii concedierii persoanei in cauza, nu
poate fi consideratad asadar ca fiind o ,,ingerintd” din partea unei autoritati
publice in exercitarea dreptului acestuia.

110. Cu toate acestea, Curtea observd cd masura adoptatd de catre
angajator a fost confirmata de instantele nationale. Este adevérat ca
monitorizarea comunicdrilor reclamantului nu rezulta dintr-o interventie
directd a autoritdtilor nationale; cu toate acestea, raspunderea acestor
autoritati ar fi angajata daca faptele in litigiu ar rezulta din neindeplinirea de
catre acestea a obligatiei de a garanta reclamantului exercitarea unui drept
consacrat la art. 8 din Conventie (a se vedea, mutatis mutandis, Obst
impotriva Germaniei, nr. 425/03, pct. 40 s143, 23 septembrie 2010 si
Schiith impotriva Germaniei, nr. 1620/03, pct. 54 si 57, CEDO 2010).

111. Avand in vedere circumstantele specifice ale cauzei, astfel cum
sunt descrise la punctul 109 de mai sus, Curtea considerd, tinind seama de
concluzia sa referitoare la aplicabilitatea art. 8 din Conventie (supra, pct. 81)
si avand 1n vedere ca a avut loc o ingerinta in exercitarea de catre reclamant
a dreptului sau la respectarea vietii sale private si a corespondentei sale din
partea unui angajator privat, ca acest capat de cerere trebuie sa fie examinat
din perspectiva obligatiilor pozitive ale statului.



HOTARAREA BARBULESCU IMPOTRIVA ROMANIEI 37

112. Desi delimitarea dintre obligatiile pozitive si obligatiile negative ale
statului In temeiul Conventiei nu se preteaza unei definitii precise,
principiile aplicabile sunt totusi comparabile. In special, in cele doua cazuri,
trebuie sa se tind seama de echilibrul just care trebuie pastrat intre interesul
general si interesele individuale, statul beneficiind in orice situatie de o
marjd de apreciere [Palomo Sanchez si altii impotriva Spaniei (MC), nr.
28955/06 st alte 3 cerert, pct. 62, CEDO 2011].

b) Principiile generale aplicabile in ceea ce priveste aprecierea obligatiei
pozitive a statului de a asigura respectarea vietii private si a
corespondentei in contextul raporturilor de munca

113. Curtea reaminteste cd alegerea masurilor adecvate pentru a garanta
respectarea art. 8 din Conventie 1n raporturile dintre indivizi tine, in
principiu, de marja de apreciere a statelor contractante. In fapt, existd mai
multe modalitati de asigurare a respectarii vietii private si natura obligatiei
statului depinde aspectul vietii private aflat in discutie Intr-o anumita cauza
[Soderman impotriva Suediei (MC), nr. 5786/08, pct. 79, CEDO 2013, cu
referintele citate].

114. In speta, Curtii i revine sarcina de a clarifica natura si amploarea
obligatiilor pozitive ale statului parat, care era obligat sd protejeze dreptul
reclamantului la respectarea vietii sale private si a corespondentei sale in
contextul raporturilor de munca.

115. Curtea reaminteste cd a concluzionat cd, in anumite circumstante,
statul 1si Indeplineste in mod corespunzator obligatiile pozitive pe care i le
impune art. 8§ din Conventie doar in cazul 1n care asigurd respectarea vietii
private In cadrul raporturilor dintre indivizi, prin instituirea unui cadru
normativ care sa tind seama de diferitele interese care trebuie sa fie protejate
intr-un anumit context (X si Y impotriva Tarilor de Jos, citatd anterior, pct.
23, 24 si 27 si M.C. impotriva Bulgariei, nr.39272/98, pct. 150, CEDO
2003-XII, ambele cauze privind savarsirea de agresiuni sexuale asupra unor
minori; a se vedea, de asemenea, K.U. impotriva Finlandei, nr. 2872/02, pct.
43 si 49, CEDO 2008, cauza care priveste un anunt de naturd sexuala
publicat in numele unui minor pe un site de intalniri online, Séderman,
citata anterior, pct. 85, cauza referitoare la efectivitatea unor cai de atac in
ceea ce priveste o plangere privind atingerea adusa integritatii personale de
catre o ruda apropiata, si Codarcea impotriva Romdniei, nr. 31675/04,
pct. 102-104, 2 iunie 2009, privind un caz de malpraxis medical.

116. Curtea admite ca pot fi prevazute masuri de protectie atit in dreptul
muncii, cat si in dreptul civil si dreptul penal. In ceea ce priveste dreptul
muncii, aceasta trebuie sa stabileascd daca, in speta, statul parat avea
obligatia sd adopte un cadru normativ destinat sd protejeze dreptul
reclamantului la respectarea vietii sale private si a corespondentei sale in
contextul relatiilor sale profesionale cu un angajator privat.
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117. In aceastd privintd, Curtea subliniazi ci dreptul muncii prezinti
caracteristici specifice, de care trebuie sd se tind seama. Relatia dintre un
angajator si angajatul sau este o relatie contractuala, care implica drepturi si
obligatii specifice fiecdrei parti si care se caracterizeaza printr-o relatie de
subordonare juridicd. Aceasta este reglementatd printr-un regim juridic
propriu, care se distinge considerabil de regimul general al relatiilor dintre
particulari (Saumier impotriva Frantei, nr. 74734/14, pct. 60, 12 ianuarie
2017).

118. Dintr-o perspectiva normativa, dreptul muncii oferd o marja de
negociere partilor la contractul de munca. Astfel, in general, insesi partilor
le revine sarcina de a stabili o parte considerabila a continutului relatiilor
dintre ele [a se vedea, mutatis mutandis, Wretlund impotriva Suediei (dec.),
nr. 46210/99, 9 martie 2004, cauza referitoare la compatibilitatea cu art. 8
din Conventie a obligatiei impuse reclamantei, angajata unei centrale
nucleare, de a fi supusd unor teste de depistare a drogurilor; in ceea ce
priveste actiunea sindicald, analizatd din perspectiva art. 11, a se vedea
Gustafsson impotriva Suediei, 25 aprilie 1996, pct. 45, Culegere 1996-11, si,
mutatis mutandis, Demir si Baykara impotriva Turciei (MC), nr. 34503/97,
pet. 140-146, CEDO 2008, pentru cazul specific al functionarilor]. In plus,
pe baza elementelor de drept comparat de care dispune Curtea reiese cd nu
existd niciun consens european in materie. Intr-adevir, putine state membre
au reglementat In mod explicit problema exercitdrii de catre angajati a
dreptului lor la respectarea vietii lor private si a corespondentei acestora la
locul de munca (supra, pct. 52).

119. Avand in vedere aceste considerente, Curtea apreciaza ca statelor
contractante trebuie sa li se acorde o marjd de apreciere extinsa pentru a
evalua necesitatea adoptdrii unui cadru juridic care reglementeaza conditiile
in care un angajator poate sd adopte o politica de reglementare a
comunicarilor care nu au caracter profesional, electronice sau de alta natura,
ale angajatilor acestuia la locul lor de munca.

120. Cu toate acestea, marja de apreciere de care beneficiaza statele in
acest domeniu nu poate fi nelimitatad. Instantele interne trebuie sd se asigure
ca punerea in aplicare de catre un angajator a unor masuri de monitorizare a
corespondentei si a altor comunicari, indiferent de sfera de aplicare si durata
acestora, este Insotitd de garantii adecvate si suficiente impotriva abuzurilor
(a se vedea, mutatis mutandis, Klass si altii impotriva Germaniei, 6
septembrie 1978, pct. 50, seria A nr. 28 si Roman Zakharov, citatd anterior,
pct. 232-234).

121. Curtea este constientd ca situatia evolueaza rapid in acest domeniu.
Cu toate acestea, apreciazd ca proportionalitatea si garantiile procedurale
impotriva arbitrarului sunt elemente esentiale. In acest context, autorititile
nationale ar trebui sd tind seama de urmatorii factori.

.....

masuri de monitorizare a corespondentei si a celorlalte comunicari ale sale,
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precum si cu privire la punerea in aplicare a unor astfel de masuri? Desi, in
practica, aceste informatii pot fi comunicate concret personalului in diverse
moduri, in functie de circumstantele faptice specifice fiecarei cauze, Curtea
considera ca, pentru ca masurile sd poatd fi considerate conforme cu
cerintele art. 8 din Conventie, avertizarea trebuie, in principiu, sa fie clard in
ceea ce priveste natura monitorizarii si prealabild punerii in aplicare a
acesteia.

ii) Care au fost amploarea monitorizarii efectuate de angajator si gradul
de intruziune in viata privati a angajatului? In aceasti privint, trebuie si se
faca distinctie intre monitorizarea fluxului comunicérilor si cea a
continutului acestora. In plus, trebuie luat in considerare dacd au fost
monitorizate toate comunicarile sau doar o parte a acestora si daca
monitorizarea a fost sau nu limitata in timp, precum si numarul persoanelor
care au avut acces la rezultatele sale (a se vedea, in acest sens, Kdpke,
decizie citatd anterior). Acelasi lucru este valabil si pentru limitele spatiale
ale monitorizarii.

iii) A invocat angajatorul motive legitime pentru a justifica monitorizarea
acestor comunicdri si accesul la continutul lor efectiv (a se vedea supra, pct.
38, 43 si 45, situatia dreptului international si european in materie)?
Monitorizarea continutului comunicérilor fiind, prin natura sa, o metoda
mult mai invaziva, aceasta necesita justificari mai serioase.

iv) Ar fi fost posibild instituirea unui sistem de monitorizare bazat pe
mijloace si masuri mai putin intruzive decat accesul direct la continutul
comunicirilor angajatului? In acest sens, este necesar si se aprecieze, in
functie de circumstantele specifice fiecdrei cauze, daca scopul urmarit de
catre angajator putea fi atins fard ca acesta sd aiba acces direct si integral la
continutul comunicarilor angajatului.

v) Care au fost consecintele monitorizarii pentru angajatul care a fost
supus la aceasta [a se vedea, mutatis mutandis, criteriul similar aplicat
pentru examinarea proportionalitdtii unei ingerinte in exercitarea libertatii
de exprimare, protejatd de art. 10 din Conventie, in Axel Springer AG
impotriva Germaniei (MC), nr. 39954/08, pct. 95, 7 februarie 2012, cu
referintele citate]? in ce fel a utilizat angajatorul rezultatele masurii de
monitorizare, in special rezultatele respective au fost utilizate in vederea
atingerii scopului declarat al masurii (a se vedea, in acest sens, Kopke,
decizie citatd anterior)?

vi) I s-au oferit angajatului garantii corespunzatoare, in special atunci
cand masurile de monitorizare ale angajatorului au avut un caracter
intruziv? Aceste garantii trebuie, in special, sd8 permitd impiedicarea
accesului angajatorului la continutul efectiv al comunicarilor in cauza,
atunci cand angajatul nu a fost informat in prealabil cu privire la o astfel de
posibilitate.
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In acest context, este oportun si se aducd aminte ci, pentru a prospera,
raporturile de munca trebuie sd se bazeze pe increderea intre persoane
(Palomo Sanchez si altii, citata anterior, pct. 76).

122. In cele din urma, autorititile interne ar trebui si se asigure ci
angajatii ale caror comunicari au fost monitorizate pot beneficia de o cale de
atac in fata unui organ judiciar care are competenta de a se pronunta, cel
putin in esentd, cu privire la respectarea criteriilor enuntate mai sus, precum
si asupra legalitatii masurilor contestate (Obst, citatd anterior, pct. 45 si
Kopke, decizie citata anterior).

123. In speta, Curtea va aprecia modul in care instantele interne sesizate
de catre reclamant au examinat capatul de cerere formulat cu privire la
atingerea pe care, potrivit acestuia, angajatorul a adus-o dreptului sau la
respectarea vietii sale private si a corespondentei sale In contextul
raporturilor de munca.

c) Aplicarea in speti a principiilor generale

124. Curtea constata cd instantele nationale au stabilit ca, in prezenta
cauza, se aflau In joc, pe de o parte, dreptul reclamantului la respectarea
vietii sale private si, pe de altd parte, dreptul de control, inclusiv
prerogativele disciplinare, exercitat de cdtre angajator cu scopul de a asigura
buna functionare a societatii (supra, pct. 28 si 30). Aceasta considera ca, in
temeiul obligatiilor pozitive care ii revin statului conform art.8 din
Conventie, autoritatile nationale erau obligate sa gaseasca un echilibru intre
aceste interese divergente.

125. Curtea reaminteste ca obiectul precis al capatului de cerere cu care
a fost sesizatd este pretinsa neindeplinire de cdtre instantele nationale,
sesizate in contextul unei proceduri prevazute de dreptul muncii, a obligatiei
de a proteja, in conformitate cu art. 8§ din Conventie, dreptul reclamantului
la respectarea vietii sale private si a corespondentei sale, in cadrul raportului
sdu de munca. Pe parcursul intregii proceduri, reclamantul s-a plans, atat in
fata instantelor nationale, cat si in fata Curtii, in special de monitorizarea de
catre angajatorul sdu a comunicdrilor acestuia din contul Yahoo Messenger
in cauza si de utilizarea continutului acestor comunicari in cadrul procedurii
disciplinare indreptate Tmpotriva sa.

126. In ceea ce priveste intrebarea daci angajatorul a divulgat continutul
acestor comunicdri colegilor reclamantului (supra, pct. 26), Curtea observa
ca acest argument nu este sustinut suficient de probele depuse la dosar si ca
reclamantul nu a prezentat alte elemente de proba in cursul sedintei in fata
Marii Camere (supra, pct. 91).

127. Prin urmare, aceasta considera ca respectivul capat de cerere cu
carec a fost sesizatd priveste concedierea reclamantului ca urmare a
monitorizdrii efectuate de angajator. Mai precis, Curtea trebuie sa
stabileascd, 1n spetd, daca autorititile nationale au pus in balantd, in
conformitate cu cerintele art. § din Conventie, dreptul reclamantului la
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respectarea vietii sale private si a corespondentei sale si interesele
angajatorului. Prin urmare, aceasta are sarcina de a stabili daca, in lumina
cauzei in ansamblu, autoritdtile nationale competente au pastrat un echilibru
just intre interesele divergente aflate 1n joc, atunci cand acestea au validat
masurile de monitorizare impuse reclamantului (a se vedea, mutatis
mutandis, Palomo Sanchez si altii, citatd anterior, pct. 62). Aceasta
recunoaste cd angajatorul are un interes legitim de a asigura buna
functionare a societatii, ceea ce se poate realiza prin instituirea unor
mecanisme care i1 permit sa verifice ca angajatii sai 1si indeplinesc sarcinile
profesionale Tn mod adecvat si cu celeritatea necesara.

128. In lumina acestor considerente, Curtea va examina, in primul rand,
modul in care instantele nationale au stabilit faptele relevante in spetd — atét
tribunalul, cat si curtea de apel au hotdrat ca reclamantul primise un
avertisment prealabil din partea angajatorului sdu (supra, pct. 28 si 30) — si
apoi va analiza daca instantele nationale au respectat cerintele Conventiei in
cadrul examinarii cauzei.

129. In aceasta etapi, Curtea considera util si aduca aminte ci, atunci
cand trebuie sa stabileasca faptele, fiind sensibila la caracterul subsidiar al
misiunii sale, nu isi poate asuma, in absenta unor motive intemeiate, rolul de
prima instantd de facto, cu exceptia cazului in care acest lucru este inevitabil
avand in vedere circumstantele cauzei cu care este sesizata [Mustafa Tung §i
Fecire Tung impotriva Turciei (MC), nr.24014/05, pct. 182, 14 aprilie
2015]. In cazul in care procedurile interne s-au derulat, nu este sarcina
Curtii sa substituie propria apreciere a faptelor celei a instantelor nationale,
care au competenta de a stabili faptele pe baza probelor care le sunt
prezentate (a se vedea, printre altele, Edwards impotriva Regatului Unit, 16
decembrie 1992, pct. 34, seria A nr. 247-B). Desi Curtea nu este obligata de
constatarile instantelor nationale si are libertatea de a realiza propria
apreciere in lumina tuturor materialelor de care dispune, aceasta nu se abate,
in mod normal, de la constatarile instantelor nationale decat in cazul in care
dispune de elemente convingdtoare in acest sens [Giuliani si Gaggio
impotriva Italiei (MC), nr. 23458/02, pct. 180, CEDO 2011 (extrase) si
Aydan impotriva Turciei, nr. 16281/10, pct. 69, 12 martie 2013].

130. Din elementele de proba prezentate Curtii reiese ca reclamantul
fusese informat cu privire la regulamentul intern al angajatorului sau, care
interzicea utilizarea resurselor societdtii in scopuri personale (supra, pct.
12). Acesta luase cunostinta de continutul acestui document si il semnase la
20 decembrie 2006 (supra, pct. 14). in plus, angajatorul trimisese tuturor
angajatilor o informare, datata 26 iunie 2007, in care se reamintea interdictia
de utilizare a resurselor societdtii in scopuri personale si se preciza cd o
angajata fusese concediatd din cauza Incalcarii acestei interdictii (supra, pct.
15). Reclamantul a luat cunostintd de aceasta informare si a semnat-o la o
datd nespecificata, dar care este situatd in intervalul 3-13 iulie 2007 (supra,
pct. 16). Curtea reaminteste, in cele din urma, cd, la 13 iulie 2007,
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reclamantul a fost convocat de doud ori de catre angajatorul sau pentru a
oferi explicatii cu privire la utilizarea in scopuri personale a internetului
(supra, pct. 18 si 20). Initial, cand 1 s-au aratat graficele care indicau traficul
sau internet si pe cel al colegilor sai, acesta a afirmat ca utilizase contul sau
de Yahoo Messenger doar in scopuri profesionale (supra, pct. 18 si 19).
Ulterior, atunci cand, 50 de minute mai tarziu, i s-a prezentat o transcriere
de 45 de pagini a comunicarilor pe care le schimbase cu fratele sau si cu
logodnica sa, acesta l-a informat pe angajatorul sdu ca il considera
responsabil de sdvarsirea unei infractiuni, si anume violarea secretului
corespondentei (supra, pct. 22).

131. Curtea observa ca instantele nationale au identificat in mod corect
interesele aflate in joc, facind referire in mod explicit la dreptul
reclamantului la respectarea vietii sale private, precum si principiile juridice
aplicabile (supra, pct. 28 si 30). In special, curtea de apel a facut referire in
mod expres la principiile necesitatii, finalitatii, legitimitdtii, transparentet,
proportionalitatii si securitatii, prevazute de Directiva 95/46/CE, si a
reamintit c¢d monitorizarea utilizarii internetului si a comunicatiilor
electronice la locul de munca era reglementata de aceste principii (supra,
pct. 30). Instantele interne au examinat, de asemenea, dacd procedura
disciplinara se desfasurase cu respectarea principiului contradictorialitatii si
dacd reclamantului i1 se oferise posibilitatea sa isi prezinte argumentele.

132. Ramane si se verifice modul in care autoritdtile nationale au luat n
considerare, in rationamentul lor, criteriile enuntate deja mai sus (la
pct. 121) atunci cind au pus in balanta dreptul reclamantului la respectarea
vietii sale private si a corespondentei sale si dreptul de control exercitat de
catre angajator cu scopul de a asigura buna functionare a societatii, inclusiv
prerogativele disciplinare corespunzatoare.

133. In ceea ce priveste necesitatea de a se stabili dacd reclamantul
primise un avertisment prealabil din partea angajatorului sau, Curtea
reaminteste cd a concluzionat deja cd nu reiesea cd persoana in cauza fusese
informatd in prealabil cu privire la amploarea si natura monitorizarii
efectuate de catre societate si nici cu privire la posibilitatea ca angajatorul sa
aiba acces la continutul comunicirilor (supra, pct. 78). In ceea ce priveste
posibilitatea unei monitorizari, aceasta observa ca tribunalul s-a limitat sa
constate ca ,salariatii institutiei fusesera atentionati chiar cu putin timp
inainte de sanctionarea disciplinard a reclamantului cu privire la faptul ca o
alta colega de serviciu fusese concediatd” (supra, pct. 28), iar curtea de apel
a constatat cd reclamantul fusese avertizat ca nu trebuia sd foloseasca
resursele societdtii in scopuri personale (supra, pct. 30). Asadar, instantele
nationale nu au examinat dacd reclamantul fusese avertizat n prealabil cu
privire la posibilitatea ca angajatorul si pund in aplicare masuri de
monitorizare, precum si cu privire la amploarea si natura acestor masuri.
Curtea apreciaza cd, pentru a putea fi considerat o avertizare prealabila,
avertismentul angajatorului trebuie sd fie comunicat 1nainte de a incepe
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activitatea sa de monitorizare, a fortiori in cazul in care monitorizarea
implicd, de asemenea, accesul la continutul comunicarilor angajatilor.
Standardele internationale si europene reflectd aceastd idee si impun ca
informarea sa fie comunicatd persoanei in cauza inainte ca aceasta sa faca
obiectul unei monitorizari (supra, pct. 38 si43; a se vedea, de asemenea,
pentru o perspectiva de drept comparat, supra, pct. 53).

134. In ceea ce priveste amploarea masurii de monitorizare instituite si
gradul de intruziune In viata privatd a reclamantului, Curtea subliniaza ca
aceasta problema nu a fost examinata nici de tribunal, nici de curtea de apel
(supra, pct. 28 si 30), desi se pare cd angajatorul a inregistrat in timp real
toate comunicarile efectuate de reclamant in cursul perioadei de
monitorizare, ca a avut acces la acestea si ca a tiparit continutul lor (supra,
pct. 17 s121).

135. Nu reiese nici cd instantele nationale au verificat suficient existenta
unor motive legitime care sa justifice instituirea masurii de monitorizare a
comunicdrilor reclamantului. Curtea nu poate decdt sa constate ca nu s-a
stabilit de catre curtea de apel care era, In spetd, obiectivul specific urmarit,
care putea sd justifice o monitorizare atat de strictd. Este adevarat ca acest
aspect a fost abordat de cdtre tribunal, care a mentionat necesitatea de a
evita sa se aducd atingere sistemelor informatice ale intreprinderii, sd se
angajeze raspunderea intreprinderii in cazul unei activitati ilicite in spatiul
virtual, precum si pentru a se evita sa se dezviluie secretele comerciale ale
acesteia (supra, pct. 28). Totusi, in opinia Curtii, aceste exemple pot fi
considerate doar indicatii teoretice, deoarece reclamantului nu i s-a imputat
concret cd a expus intreprinderea vreunuia din aceste riscuri. In plus, curtea
de apel nu s-a pronuntat deloc asupra acestui aspect.

136. De asemenea, nici tribunalul, nici curtea de apel nu au examinat
suficient problema dacd obiectivul urmadrit de catre angajator ar fi putut fi
atins prin metode mai putin intruzive decat accesul la continutul efectiv al
comunicdrilor reclamantului.

137. In plus, niciuna din aceste instante nu a analizat gravitatea
consecintelor masurii de monitorizare si a procedurii disciplinare ulterioare.
In aceasta privinti, Curtea observi ci reclamantul ficuse obiectul celei mai
severe masuri disciplinare posibile, si anume concedierea.

138. In cele din urma, Curtea subliniazi ca instantele nationale nu au
verificat dacd, atunci cand l-a convocat pe reclamant pentru a oferi explicatii
referitoare la utilizarea resurselor intreprinderii, in special a internetului
(supra, pct. 18 si 20), angajatorul nu obtinuse deja accesul la continutul
comunicdrilor Tn cauza. Aceasta observa cd autoritdtile nationale nu au
stabilit in ce moment in cursul procedurii disciplinare angajatorul obtinuse
accesul la acest continut. In opinia Curtii, a admite cd accesul la continutul
comunicdrilor este posibil In orice stadiu al procedurii disciplinare
contravine principiului transparentei [a se vedea, 1n acest sens,
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Recomandarea CM/Rec(2015)5 de la punctul 43 de mai sus; pentru o
perspectiva de drept comparat, a se vedea supra, pct. 54].

139. In aceasta privinti, Curtea considerd ci este discutabild concluzia
curtii de apel potrivit careia a fost pastrat un echilibru just intre interesele
aflate In joc (supra, pct. 30). Aceasta constatare pare sa fie mai degraba
formala si teoretica. Intr-adevir, curtea de apel nu a explicat care erau
motivele concrete, care decurgeau din situatia specificd a reclamantului si a
angajatorului sdu, care i-au permis s ajunga la aceasta concluzie.

140. In aceste conditii, se pare ci instantele nationale au omis, pe de o
parte, sa verifice, in special, daca reclamantul fusese avertizat in prealabil de
catre angajatorul sau cu privire la posibilitatea de a-i fi monitorizate
comunicdrile prin Yahoo Messenger si, pe de altd parte, nu au tinut seama
de faptul ca acesta nu fusese informat nici cu privire la natura sau amploarea
monitorizdrii la care a fost supus, nici cu privire la gradul de intruziune in
viata privati si in corespondenta acestuia. In plus, acestea nu au stabilit, in
primul rand, motivele concrete care au justificat instituirea masurilor de
monitorizare, in al doilea rand, dacd angajatorul ar fi putut sa puna in
aplicare masuri mai putin invazive pentru viata privata si corespondenta
reclamantului si, in al treilea rand, daca era posibil ca accesul la continutul
comunicdrilor sa fi avut loc fara stirea acestuia (supra, pct. 120 et 121).

141. Avand in vedere toate considerentele de mai sus si in pofida marjei
de apreciere de care dispune statul parat, Curtea considerd ca autoritatile
nationale nu au protejat in mod corespunzator dreptul reclamantului la
respectarea vietii sale private si a corespondentei sale si ca, prin urmare, nu
au asigurat un echilibru just intre interesele aflate in joc. Prin urmare, a fost
incalcat art. 8 din Conventie.

II. CU PRIVIRE LA APLICAREA ART. 41 DIN CONVENTIE

142. In conformitate cu art. 41 din Conventie,

»[1Jn cazul in care Curtea declara cad a avut loc o incélcare a Conventiei sau a
protocoalelor sale si daca dreptul intern al Tnaltei parti contractante nu permite decét o
inlaturare incompletd a consecintelor acestei incélcari, Curtea acorda partii lezate,
daca este cazul, o reparatie echitabild.”

A. Prejudiciu

1. Prejudiciul material

143. In fata Camerei, reclamantul a solicitat suma de 59 976,12 euro
(EUR) cu titlu de despagubire pentru prejudiciul material pe care considera
ca l-a suferit. El a explicat cd aceasta suma reprezinta valoarea actualizatd a
salariilor la care ar fi avut dreptul dacd nu ar fi fost concediat. In cursul
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sedintei desfasurate in fata Marii Camere, reprezentantii reclamantului au
precizat ca 1si mentin cererea de acordare a unei reparatii echitabile.

144. In observatiile sale in fata Camerei, Guvernul a mentionat ci se
opune acordarii oricarei sume cu titlu de despagubire pentru prejudiciul
material pretins suferit. In opinia acestuia, suma solicitati este speculativa si
nu existd nicio legaturd intre concedierea reclamantului si prejudiciul
pretins.

145. Curtea reaminteste cd a constatat Incalcarea art. 8 din Conventie,
avand 1n vedere ca instantele nationale nu au stabilit faptele relevante si nu
au pus in balantd Tn mod adecvat dreptul reclamantului la respectarea vietii
sale private si a corespondentei sale si interesele angajatorului. Aceasta nu
observa nicio legatura de cauzalitate intre incalcarea constatatd si
prejudiciul material pretins si, in consecinta, respinge aceasta cerere.

2. Prejudiciul moral

146. In fata Camerei, reclamantul a solicitat, de asemenea, 200 000 EUR
cu titlu de despagubire pentru prejudiciul moral pe care considera ca l-a
suferit ca urmare a concedierii sale. Acesta a precizat ca, din cauza
motivului disciplinar al concedierii sale, nu a putut sa gaseasca alt loc de
munca, nivelul sdu de trai a scazut, si-a pierdut statutul social si, in
consecintd, logodnica acestuia a decis, in 2010, sd puna capat relatiei lor.

147. Guvernul a raspuns ca eventuala constatare a unei incalcari putea
constitui in sine o reparatie echitabili suficienti. In orice caz, acesta
considera ca suma solicitatd de reclamant era exorbitantd in raport cu
jurisprudenta Curtii in materie.

148. Curtea considerd cd constatarea unei incalcdri constituie o reparatie
echitabila suficienta pentru orice prejudiciu moral pe care l-ar fi putut suferi
reclamantul.

B. Cheltuieli de judecata

149. In fata Camerei, reclamantul a solicitat, de asemenea, suma de
3 310 lei romanesti (RON) (aproximativ 750 EUR), cu titlu de cheltuieli de
judecatd efectuate in fata instantelor interne, precum si suma de 500 RON
(aproximativ 115 EUR) pentru onorariul avocatului care 1-a reprezentat in
fata instantelor interne. Acesta a solicitat, de asemenea, 500 EUR pentru
onorariile avocatilor care l-au reprezentat in fata Curtii. Acesta a furnizat in
sustinerea cererii sale:

— copia contractului de asistentd juridica si copia chitantei de achitare a
sumei de 500 RON, reprezentand onorariul avocatului care 1-a reprezentat in
fata instantelor interne;

— documente care dovedesc faptul ca a platit angajatorului sdu sumele de
2700 RON 51 610,30 RON cu titlu de cheltuieli de judecata;



46 HOTARAREA BARBULESCU IMPOTRIVA ROMANIEI

— copia chitantei de achitare a sumei de 2 218,64 RON, reprezentand
onorariul unuia dintre avocatii care l-au reprezentat in fata Curtii.

Reclamantul nu a solicitat rambursarea cheltuielilor de judecata efectuate
in cadrul procedurii desfasurate in fata Marii Camere.

150. In observatiile sale in fata Camerei, Guvernul a solicitat Curtii si
acorde reclamantului numai sumele necesare si corespunzitoare cererilor
motivate corespunzitor. In aceastd privintd, Guvernul a precizat ci
reclamantul nu a dovedit ca a platit suma de 500 EUR, reprezentand
onorariile avocatilor care l-au reprezentat in fata Curtii, si cd respectiva
chitantd de achitare a sumei de 500 RON, reprezentand onorariul avocatului
care l-a reprezentat in fata instantelor interne, nu era insotitd de un
document justificativ care sd detalieze numarul orelor lucrate.

151. Potrivit jurisprudentei Curtii, un reclamant nu poate obtine
rambursarea cheltuielilor de judecata decat in masura in care se stabileste
caracterul real, necesar si rezonabil al acestora [a se vedea, in acest sens,
Parohia Greco-Catolica Lupeni si altii impotriva Romaniei (MC), nr.
76943/11, pct. 187, CEDO 2016 (extrase)]. In spetd, tinand seama de
documentele de care dispune si de jurisprudenta sa, Curtea considera
rezonabild suma de 1365 EUR pentru toate cheltuielile si o acorda
reclamantului.

C. Dobanzi moratorii

152. Curtea considerda necesar ca rata dobanzilor moratorii sd se
intemeieze pe rata dobanzii facilitdtii de Tmprumut marginal practicatd de
Banca Centrala Europeand, majorata cu trei puncte procentuale.

PENTRU ACESTE MOTIVE, CURTEA

1. hotaraste, cu unsprezece voturi la sase, ca a fost incdlcat art. 8§ din
Conventie;

2. hotaraste, cu saisprezece voturi la unu, cd respectiva constatare a
existentei unei incalcari constituie o reparatie echitabila suficienta pentru
prejudiciul moral suferit de reclamant;

3. hotaraste, cu paisprezece voturi la trei,
a) ca statul parat trebuie sa plateasca reclamantului, in termen de trei
luni, suma de 1 365 EUR (o mie trei sute saizeci si cinci de euro), care
va fi convertitd in moneda statului parat la rata de schimb aplicabila la
data platii, plus orice suma ce poate fi datorata cu titlu de impozit de
catre reclamant, pentru cheltuielile de judecata;
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b) cd, de la expirarea termenului mentionat si pana la efectuarea platii,
aceastd sumad trebuie majorata cu o dobanda simpla, la o ratd egald cu
rata dobanzii facilitatii de Tmprumut marginal practicatd de Banca
Centrala Europeana, aplicabild pe parcursul acestei perioade si majoratd
cu trei puncte procentuale.

4. Respinge, in unanimitate, cererea de acordare a unei reparatii echitabile
pentru celelalte capete de cerere.

Redactatd in limbile francezd si engleza, apoi pronuntatd in sedintd
publicd la Palatul Drepturilor Omului din Strasbourg, la 5 septembrie 2017.

Seren Prebensen Guido Raimondi
Grefier adjunct Presedinte

La prezenta hotarre sunt anexate, in conformitate cu art. 45 § 2 din
Conventie si art. 74 § 2 din Regulament, urmatoarele opinii separate:

— opinia partial separata a doamnei judecator Karakas;

—opinia separatd comund a judecatorilor Raimondi, Dedov, Kjalbro,
Mits, Mourou-Vikstrom si Eicke.

G.R.
S.C.P.
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OPINIA PARTIAL SEPARATA A DOAMNEI JUDECATOR
KARAKAS

Subscriu pe deplin la constatarea majoritdtii privind existenta unei
incalcari a art. 8 din Conventie.

In schimb, nu impartisesc opinia majorititii potrivit careia o constatare a
unei incdlcari constituie o reparatie echitabild suficientd pentru prejudiciul
moral suferit de reclamant.

Este de la sine inteles ca, in temeiul art. 41, Curtea decide acordarea unei
anumite sume cu titlu de despagubire pentru prejudiciul moral, in cazul in
care considera ca ,,este necesar” sd acorde o despagubire. Avand 1n vedere
ca beneficiaza de o libertate de apreciere considerabild pentru a stabili in ce
situatii este necesar sa acorde reclamantilor daune-interese, uneori Curtea
concluzioneazd cd o constatare a unei incalcari reprezintd o reparatie
echitabild suficientd si cd nu se impune acordarea unei despagubiri
pecuniare [a se vedea, printre multe altele, Nikolova impotriva Bulgariei
(MC), nr.31195/96, pct. 76, CEDO 1999-11, Vinter si altii impotriva
Regatului Unit (MC), nr. 66069/009 si alte douad cereri, CEDO 2013 (extrase)
si Murray impotriva Tarilor de Jos (MC), nr. 10511/10, CEDO 2016].
Pentru a ajunge la aceastd concluzie, Curtea ia in considerare toate faptele
cauzei si in special natura incélcarilor pe care le-a constatat, precum si orice
eventuale particularitdti ale contextului In care se inscrie cauza (a se vedea,
de exemplu, Vinter, citatd anterior, si opinia partial separatd comund a
judecatorilor Spielmann, Sajo, Karakas si Pinto de Albuquerque, anexata la
hotdrarea in cauza Murray, citatd anterior). Atunci cand circumstantele
cauzei justificd acest lucru, precum in cauza McCann si altii impotriva
Regatului Unit (27 septembrie 1995, pct. 219, seria A nr. 324), in care
Curtea a refuzat sa acorde vreo despagubire pentru prejudiciul moral, avand
in vedere faptul ca cele trei persoane suspectate de terorism, care fusesera
ucise, intentionau sd plaseze o bombd in Gibraltar, sau in cazul in care
natura Incalcdrii constatate o justifica, precum in cauza Tarakhel impotriva
Elvetiei [(MC), nr.29217/12, CEDO 2014 (extrase)], Curtea decide ca o
constatare a unei incalcdri oferda in sine o reparatie echitabila suficientda
pentru un eventual prejudiciu moral. Cu alte cuvinte, numai in cazuri
exceptionale Curtea decide sa nu acorde nicio suma cu titlu de despagubire
pentru prejudiciul moral.

Pot exista, de asemenea, cazuri in care Curtea decide sd acorde o suma
mai micad decat cea acordatd in alte cauze referitoare la articolul respectiv,
tinand seama Intotdeauna particularititile contextului. De exemplu, in cauza
A. si altii impotriva Regatului Unit [(MC), nr. 3455/05, CEDO 2009], in
contextul terorismului, Curtea a explicat, intr-o motivare detaliata [pct. 252;
a se vedea si Del Rio Prada impotriva Spaniei (MC), nr. 42750/09, pct. 145,
CEDO 2013], temeiurile care justificau acordarea unei sume considerabil
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mai mici decat cea pe care o acordase in alte cauze avand ca obiect detentia
nelegala.

In spetd, instantele nationale nu au protejat in mod corespunzitor dreptul
reclamantului la respectarea vietii sale private si a corespondentei sale;
acesta a fost afectat semnificativ de procedura disciplinard indreptata
impotriva lui, avand in vedere ca a fost concediat.

Aceastd incalcare a art. 8 i-a cauzat cu sigurantd un prejudiciu moral
reclamantului, care nu poate fi compensat prin simpla constatare a
prejudiciului sdu. Acesta este motivul pentru care am fost in favoarea
acorddarii unei sume, chiar si minima, cu titlu de reparatie echitabild pentru
prejudiciul moral suferit de reclamant.



50 HOTARAREA BARBULESCU IMPOTRIVA ROMANIEI - OPINII SEPARATE

OPINIA SEPARATA COMUNA A JUDECATORILOR
RAIMONDI, DEDOV, KIGLBRO, MITS,
MOUROU-VIKSTROM SI EICKE

(Traducere)

Introducere

1. Suntem de acord, unii dintre noi cu o oarecare ezitare, cu opinia
majoritatii, conform cdreia, chiar si intr-un context in care, tinand seama de
faptele aduse la cunostinta Curtii, este dificil de inteles cum ar fi putut
reclamantul sa aiba ,,asteptari rezonabile privind respectarea vietii private”
(a se vedea mai jos), art. 8 este aplicabil in circumstantele cauzei (punctele
69-81 din hotarare). Odata stabilita aplicabilitatea art. 8, suntem de acord si
cu faptul ca respectivul capat de cerere al reclamantului trebuie sa fie
analizat din perspectiva obligatiilor pozitive ale statului (punctul 111 din
hotdrare). Sub rezerva urmatoarelor consideratii, suntem de acord, de
asemenea, cu principiile generale aplicabile aprecierii obligatiei pozitive
care 1i revine statului, astfel cum sunt descrise la punctele 113-122 din
hotarare.

2. Cu toate acestea, pentru motivele expuse in continuare si cu tot
respectul cuvenit majoritdtii, ne exprimam dezacordul fatd de aceasta in
ceea ce priveste abordarea corectd privind obligatia pozitivd a statului In
prezenta cauzd, precum si privind concluzia sa finald potrivit céreia
»autoritdtile nationale”, expresie prin care majoritatea desemneazd numai
instantele pentru litigii de munca, ,,nu au protejat Tn mod corespunzdtor
dreptul reclamantului la respectarea vietii sale private si a corespondentei
sale si [cd], prin urmare, nu au asigurat un echilibru just intre interesele
aflate 1n joc” (punctul 141 din hotarare).

Principiu

3. Avand 1n vedere cd nu se contestd faptul ca prezenta cerere trebuie sa
fie analizatd din perspectiva obligatiei pozitive care ii revine statului in
temeiul art. 8, punctul de plecare adecvat este oferit de jurisprudenta Curtii,
care defineste continutul si sfera de aplicare a notiunii de ,,obligatii
pozitive” in sensul acestui articol. Marea Camera a sintetizat principiile
relevante cel mai recent in hotararea Séderman impotriva Suediei [(MC),
nr. 5786/08 pct. 78-85, CEDO 2013], care priveste obligatia pozitivda de a
proteja integritatea fizici si morald a reclamantei in raport cu ceilalti. In
aceastd hotarare, Curtea a expus clar urmatoarele aspecte:

a) desi scopul principal al art. 8 este sa protejeze individul impotriva
ingerintelor arbitrare ale autoritdtilor publice, acesta nu se limiteaza doar



HOTARAREA BARBULESCU IMPOTRIVA ROMANIEI - OPINII SEPARATE 51

la a impune statului sd se abtind de la astfel de ingerinte: acestui

angajament, mai degraba negativ, 1 se pot adauga obligatii pozitive

inerente unei respectdri efective a vietii private sau de familie. Acestea
pot implica adoptarea unor masuri destinate sd asigure respectarea vietii
private chiar si in sfera relatiilor dintre indivizi (a se vedea, printre altele,

Airey impotriva Irlandei, 9 octombrie 1979, pct. 32, seria A nr. 32)

(Soderman, citata anterior, pct. 78).

b) alegerea masurilor care pot garanta respectarea art. 8 din Conventie

in sfera relatiilor dintre indivizi tine, in principiu, de marja de apreciere a

statelor contractante, indiferent dacd obligatiile care 1i revin statului sunt

pozitive sau negative. In fapt, existd mai multe modalititi de asigurare a

respectdrii vietii private, iar natura obligatiei statului depinde de aspectul

vietii private aflat in discutie [a se vedea, de exemplu, Von Hannover

impotriva Germaniei (nr. 2) (MC), nr. 40660/08 si 60641/08, pct. 104,

CEDO 2012, Odievre impotriva Frantei (MC), nr. 42326/98, pct. 46,

CEDO 2003-111, Evans impotriva Regatului Unit (MC), nr. 6339/05, pct.

77, CEDO 2007-1 si Mosley impotriva Regatului Unit, nr. 48009/08, pct.

109, 10 mai 2011] (Soderman, citata anterior, pct. 79); si

c) in ceea ce priveste actele de o gravitate mai redusd dintre indivizi,
care pot aduce atingere integritatii morale, obligatia care ii revine
statului, in temeiul art. 8, de instituire si aplicare in practicd a unui cadru
juridic adecvat, care sa ofere protectie, nu necesitd intotdeauna adoptarea
unor dispozitii de drept penal eficiente referitoare la diferitele acte care
pot fi puse in discutie. Cadrul juridic poate consta, de asemenea, in cdi de
atac civile, de naturd a oferi o protectie suficientd (a se vedea, mutatis

mutandis, X si Y impotriva Tarilor de Jos, 26 martie 1985, pct. 24 si 27,

seria A nr. 91 si K.U. impotriva Finlandei, nr. 2872/02, pct. 47, CEDO

2008). Curtea observa, de exemplu, ca, in anumite cauze anterioare,

referitoare la protectia imaginii unei persoane Impotriva abuzurilor din

partea altor persoane, cdile de atac existente in statele membre erau de
naturd civild, combinate uneori cu remedii procedurale, precum stabilirea
unei interdictii [a se vedea, printre altele, Von Hannover, citata anterior,

Reklos si Davourlis impotriva Greciei, nr. 1234/05, 15 ianuarie 2009 si

Schiissel impotriva Austriei (dec.), nr.42409/98, 21 februarie 2002]

(Soderman, citata anterior, pct. 85).

4. Astfel cum admite, cel putin implicit, majoritatea (punctul 80 din
hotérare), faptele cauzei sunt, desigur, de departe, mult mai putin grave
decat actele examinate in hotirarea Séderman. In fapt, in aceasta cauza,
Curtea a fost sesizatd asupra unor alegatii privind atingerea adusa integritatii
fizice si morale a unei persoane de catre o alta persoana.

5. Cu toate acestea, chiar si in acest context, este clar, in primul rand,
faptul ca alegerea masurilor destinate sa garanteze respectarea vietii private,
protejatd de art. 8, inclusiv in sfera relatiilor interpersonale, revine, in
primul rand, statelor contractante, si cd este o alegere in privinta careia
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acestea beneficiazd de o marja de apreciere extinsa (punctul 119 din
hotarare; aceastd marjd este mai restransd in cazul in care, spre deosebire de
situatia din speta, se afld in joc un aspect deosebit de important al existentei
sau identitatii unui individ sau activitatile in cauza privesc un aspect dintre
cele mai intime ale vietii private). Aceasta concluzie este intarita de faptul
ca nu exista niciun consens european in materie si cd numai sase din cele 34
de state membre ale Consiliului Europei analizate reglementeazd in mod
explicit problema exercitarii dreptului la viatd privata la locul de munca
(punctele 52 si 118 din hotirare). In al doilea rand, ,,masurile” adoptate de
stat in temeiul art. 8 ar trebui, 1n principiu, sa imbrace forma unui ,,cadru
juridic” adecvat, care sa ofere protectie victimei. Art. 8 nu implica
intotdeauna adoptarea unei dispozitii de drept penal eficiente referitoare la
actul specific aflat in discutie. Cadrul juridic poate consta, de asemenea, in
actiuni civile, care pot sa ofere o protectie suficienta.

6. Bineinteles, aceste consideratii se aplicd mutatis mutandis n prezenta
cauzd, in cadrul céreia, astfel cum observa majoritatea, Curtea trebuie, cel
mult, sa se pronunte cu privire la un nivel elementar sau minim de protectie
a vietii private si corespondentei la locul de munca impotriva unei ingerinte
din partea unui angajator de drept privat.

Sfera analizei Curtii

7. Citand unele dintre principiile enuntate mai sus, la punctul 123,
majoritatea a redus, in mod nejustificat in opinia noastra, sfera analizei sale
la ,,modul in care instantele interne sesizate de catre reclamant au examinat
capatul de cerere formulat cu privire la atingerea pe care, potrivit acestuia,
angajatorul a adus-o dreptului sdu la respectarea vietii sale private si a
corespondentei sale in contextul raporturilor de munca”.

8. Desi admite ca ,,pot fi prevazute masuri de protectie atat in dreptul
muncii, cat si in dreptul civil si dreptul penal” (punctul 116 din hotérare),
majoritatea se eschiveaza, evitand, in realitate, sa raspunda la adevarata
problema ridicata: inalta parte contractantd a instituit si aplicat un ,,cadru
juridic” adecvat, care ofera, cel putin, cai de atac civile care ii pot furniza
reclamantului o protectie suficientd?

9. Astfel cum precizeaza Guvernul parat si cum admite majoritatea,
»cadrul juridic” relevant In Romania nu era reprezentat numai de instantele
pentru litigii de munca, sesizate de cdtre reclamant cu privire la capatul sdu
de cerere, ci cuprindea, printre altele, si urmatoarele elemente:

a) infractiunea de ,,violare a secretului corespondentei”, prevazuta la
art. 195 din Codul penal (punctul 33 din hotdrare); intdmplator, este
vorba despre o cale de atac care a fost initiatd de reclamant prin
depunerea unei plangeri penale, dar pe care, avand in vedere cd Parchetul
a emis o rezolutie de neincepere a urmaririi penale, acesta nu a epuizat-o,
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intrucat nu a contestat decizia respectivd in fata instantelor interne

(punctul 31 din hotarare);

b) dispozitiile Legii nr. 677/2001 ,,pentru protectia persoanelor fizice

cu privire la prelucrarea datelor cu caracter personal si libera circulatie a

acestor date” (punctul 36 din hotarare), care, anticipand aderarea

Romaéniei la Uniunea Europeana, reia anumite dispozitii ale Directivei

95/46/CE din 24 octombrie 1995 a Parlamentului European si a

Consiliului Uniunii Europene privind protectia persoanelor fizice in ceea

ce priveste prelucrarea datelor cu caracter personal si libera circulatie a

acestor date. Art. 18 din aceasta lege prevede Tn mod expres 1) dreptul de

a se adresa cu plangere autoritatii de supraveghere si, In subsidiar sau

intr-o a doua etapa, ii) dreptul de a sesiza instantele competente in

vederea protejarii drepturilor legate de datele cu caracter personal,
garantate de aceastd lege, inclusiv dreptul de a obtine repararea
prejudiciului suferit; si

¢) dispozitiile Codului civil (art. 998 si 999; punctul 34 din hotarare)
care permit introducerea unei actiuni In raspundere civila delictuala,

pentru a obtine repararea prejudiciului suferit, indiferent dacd acesta a

fost cauzat in mod deliberat sau din neglijenta.

10. In afard de plangerea penala al cirei parcurs nu a fost continuat,
reclamantul nu a exercitat nicio altd cale de atac interna. Acesta s-a limitat
la sesizarea instantelor pentru litigii de muncd, nu pentru a contesta, in
principal, ingerinta angajatorului sdu in viata sa privatd/corespondenta sa, ci
concedierea sa. Astfel cum observa majoritatea la punctul 24 din hotarare:

»Acesta a solicitat Tribunalului, in primul rand, anularea acestei decizii, in al doilea
rand, obligarea angajatorului sdu la plata sumelor la care considera cé era indreptatit
aferente drepturilor salariale si altor creante, precum si reincadrarea in munca pe
functia si postul detinute anterior si, in al treilea rand, obligarea angajatorului la plata
de despagubiri in cuantum de 100 000 RON (aproximativ 30 000 de euro), cu titlu de
despagubiri pentru prejudiciul moral pe care aprecia cd l-a suferit ca urmare a
modalitatii de concediere, si la rambursarea cheltuielilor de judecata. ”

11. Numai in contextul actiunii de contestare a deciziei de concediere,
reclamantul a invocat, in baza hotararii Copland impotriva Regatului Unit
(nr. 62617/00, pct. 43-44, CEDO 2007-1), argumentul potrivit caruia decizia
de concediere a acestuia era nelegald si, prin monitorizarea comunicarilor
sale si consultarea continutului lor, angajatorul sdu incalcase dispozitiile
dreptului penal.

12. Faptul ca reclamantul s-a concentrat in principal, daca nu chiar
exclusiv, pe legalitatea concedierii sale, mai degraba decat pe ingerinta din
partea angajatorului sdu in exercitarea dreptului sau la respectarea vietii
private si a corespondentei se reflectd, de asemenea, in modul in care
aceasta si-a prezentat cauza in fata Curtii. Astfel cum se subliniaza la
punctul 55 din hotdrare, reclamantul sustine cd ,,masura de concediere
adoptatd de catre angajatorul lui s-a intemeiat pe o incdlcare a dreptului
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acestuia la respectarea vietii private si a corespondentei si ca, avand in
vedere ca nu au anulat mésura in cauza, instantele interne nu si-au Indeplinit
obligatia de a proteja acest drept.”

13. Prin urmare, nu putem decat sd observam (fie si numai in treacat) ca,
in cazul in care Guvernul parat ar fi invocat acest aspect cu titlu de exceptie
preliminard, s-ar fi ridicat problema daca, prin sesizarea instantelor pentru
litigii de munca invocand temeiul ales de acesta, reclamantul epuizase intr-
adevar cdile de atac interne care ,,priveau incalcarea incriminata, cai de atac
care erau totodata disponibile si adecvate” [Aquilina impotriva Maltei (MC),
nr. 25642/94, pct. 39, CEDO 1999-1I1I]. Pana la urma, Curtea nu dispune de
niciun element de naturd sa sugereze ca vreuna dintre cele trei cdi de atac
enumerate mai sus si, In special, o plangere adresatd autoritdtii de
supraveghere specializatd in materie de protectie a datelor de specialitate
si/sau o actiune in despagubiri, Intemeiatd pe dispozitiile Legii nr. 677/2001
in fata instantelor competente, era ,sortitd esecului” (Davydov si altii
impotriva Rusiei, nr. 75947/11, pct. 233, 30 mai 2017).

14. Indoielile noastre legate de eficacitatea instantelor pentru litigii de
muncd in acest context (si de temeinicia deciziei Curtii de a-si limita
examinarea la caracterul adecvat al analizei efectuate de aceste instante)
sunt exacerbate de constatarea cd, In conformitate cu jurisprudenta Curtii
referitoare la art. 6 din Conventie, faptul cd actiunile angajatorului au fost
sau nu au fost nelegale nu poate, in sine, sa afecteze validitatea procedurii
disciplinare desfasurate in spetd. Pdna la urmd, astfel cum a confirmat
Curtea, cel mai recent, in hotararea Vukota-Boji¢ impotriva Elvetiei, nr.
61838/10, pct. 94-95, 18 octombrie 2016:

»l...] pentru a stabili dacd utilizarea ca probe a unor informatii obtinute prin
incélcarea art. 8 a privat procesul in ansamblul sau de caracterul echitabil prevazut la
art. 6, trebuie luate in considerare toate circumstantele cauzei si trebuie sd se puna
intrebarea, in special, daca a fost respectat dreptul la aparare si care sunt calitatea si
importanta elementelor respective [a se compara, printre altele, cu Khan, citatd
anterior, pct. 35-40; P.G. si J.H. impotriva Regatului Unit, citatd anterior, pct. 77-79,
si Bykov impotriva Rusiei (MC), nr. 4378/02, pct. 94-98, 10 martie 2009, in care
Curtea nu a constatat incdlcarea art. 6].

Se pune, in special, problema dacd reclamantul a avut posibilitatea sd conteste
autenticitatea probelor si sa se opund utilizarii lor. Trebuie, de asemenea, s se ia in
considerare calitatea probelor si, In special, sa se verifice daca circumstantele in care
acestea au fost obtinute ridica indoieli cu privire la credibilitatea sau exactitatea lor. in
cele din urma, Curtea va acorda importantd necesitatii de a se stabili daca probele in
cauzd au avut o influentd decisivd asupra rezultatului actiunii (a se compara, in
special, cu hotararea in cauza Khan, citatd anterior, pct. 35 si 37). ”

15. In orice caz, celelalte cii de atac interne mentionate anterior, dintre
care unele sunt In mod evident mai adecvate pentru domeniul protectiei
vietii private si corespondentei unei persoane la locul sau de munca la un
angajator privat, ar fi permis in mod cert sd se determine daca respectivul
»cadru juridic” instituit de Romania era de naturd sa ofere o protectie
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»adecvata” reclamantului impotriva unei ingerinte ilicite Tn exercitarea
dreptului sau la respectarea vietii private/corespondentei, garantat de art. 8,
din partea unei alte persoane particulare (in cazul de fatd, angajatorul sau).

16. Prin faptul ca nu le-a inclus deloc 1n analiza sa ori le-a inclus
insuficient, majoritatea nu a luat in considerare factori relevanti pentru
problema ridicatd in speta si nu a acordat importanta cuvenita amplei marje
de apreciere de care beneficiaza inaltele parti contractante pentru a stabili ce
masuri trebuie adoptate si ce cdi de atac trebuie puse la dispozitie pentru a-si
indeplini obligatia pozitiva care le revine, in temeiul art. 8, de a institui un
,cadru juridic” adecvat. In absenta unor elemente care si sugereze ca
respectivele cdi de atac interne nu erau, considerate Tn mod individual sau in
ansamblu, suficient de disponibile sau eficiente pentru a oferi protectia
impusa de art. 8, ni se pare cd nu existd niciun temei care sa permitd Curtii
sd afirme cd a avut loc o incédlcare a art. 8 1n circumstantele spetei.

17. Inainte de a incheia analiza asupra sferei adecvate pentru examinarea
Curtii, tinem sd precizdm cd ne dorim sincer ca hotararea adoptatd de
majoritate sd nu fie interpretata ca stabilind o obligatie generala, in temeiul
Conventiei, potrivit careia, In cazul in care cadrul juridic intern ofera cai de
atac mai adecvate (precum cele care trebuie sa fie instituite In conformitate
cu legislatia relevanta a Uniunii Europene referitoare la protectia datelor),
instantele nationale pentru litigii de munca, care se vor pronunta cu privire
la cauze similare celei a reclamantului, vor trebui sa dubleze functiile unei
cai de atac specializate, care ar fi mai adecvata.

Analiza efectuata de catre instantele interne pentru litigii de munca

18. Cu toate acestea, chiar presupundnd ca, in mod contrar celor
mentionate mai sus, optiunea majoritdtii de a-si limita examinarea la analiza
efectuata de instantele pentru litigii de muncd nationale ar fi abordarea
corectd, nu consideram nici cd analiza respectiva este atat de deficitara incat
sd determine constatarea ncdlcarii art. 8.

19. Din hotararile pronuntate de Tribunalul si de Curtea de Apel
Bucuresti reiese ca aceste doud instante nationale au luat in considerare
regulamentul intern al angajatorului, care interzicea utilizarea resurselor
intreprinderii in scopuri personale (punctele 12, 28 si 30 din hotarare).
Observam, de asemenea, cd reclamantul a fost informat cu privire la
regulamentul intern al angajatorului si ca a semnat o copie a acestuia, dupa
ce luase la cunostintd continutul sau, la 20 decembrie 2006 (punctul 14 din
hotarare). Instantele interne au interpretat dispozitiile acestui text ca
sugerand cd era posibil sd fie instituite masuri de monitorizare a
comunicarilor, eventualitate care era de naturd sia reduca in mod
semnificativ probabilitatea ca reclamantul sid aibd asteptdri rezonabile
privind respectarea caracterului privat al corespondentei sale (a se vedea,
a contrario, Halford impotriva Regatului Unit, 25 iunie 1997, pct. 45,
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Culegere de hotarari si decizii 1997-111 si Copland, citatd anterior, pct. 42).
Prin urmare, consideram ca problema avertizarii prealabile ar fi trebuit sa fie
examinatd in acest context.

20. In aceste conditii, este clar, in lumina informatiilor de care dispune
Curtea, ca, intr-adevar, instantele nationale au examinat aceastd problema.
Atat tribunalul, cat si curtea de apel au acordat o anumitd importanta
informarii semnate de reclamant si din hotararile lor reiese ca un exemplar
semnat al acestei informari fusese prezentat in fata lor (punctele 28 si 30 din
hotdrare). Tribunalul a observat, in special, cd angajatorul isi prevenise
angajatii cd activitatile lor, inclusiv modul de utilizare a calculatoarelor,
erau monitorizate si a subliniat, de asemenea, ca insusi reclamantul luase
cunostintd de informare (punctul 28 din hotarare). Curtea de apel a
confirmat ca ,,[poate] refuza utilizarea [resurselor Intreprinderii] in scopuri
personale [...], in aplicarea prevederilor din Regulamentul intern” cu privire
la care angajatii fusesera informati in mod corespunzdtor (punctul 30 din
hotdrare). Prin urmare, instantele nationale au constatat, pe baza
documentelor de care dispuneau, ca reclamantul fusese avertizat suficient cu
privire la faptul cd activitatile sale, inclusiv modul de utilizare a
calculatorului pus la dispozitie de angajatorul siu, puteau fi monitorizate. In
opinia noastra, nu existd niciun motiv pentru a ne indeparta de la deciziile
lor si consideram cd@ reclamantul se putea astepta In mod rezonabil ca
activitatile sale sd fie monitorizate.

21. In continuare, subliniem ci autorititile nationale au pus cu atentie in
balantd interesele aflate in joc: acestea au tinut seama, pe de o parte, de
dreptul reclamantului la respectarea vietii sale private si, pe de altad parte, de
dreptul angajatorului de a exercita o monitorizare, inclusiv prerogativele
disciplinare corespunzdtoare acesteia, pentru a asigura buna functionare a
intreprinderii [punctele 28 si 30 din hotdrare; a se vedea, de asemenea,
mutatis mutandis, Obst impotriva Germaniei, nr. 425/03, pct.49,
23 septembrie 2010 si Fernandez Martinez impotriva Spaniei (MC),
nr. 56030/07, pct. 151, CEDO 2014 (extrase)]. Curtea de apel, in special,
citdnd dispozitiile Directivei 95/46/CE, a observat cd, in spetd, existd un
conflict intre ,,dreptul de monitorizare al angajatorului si dreptul angajatilor
la protectia vietii lor private (punctul 30 din hotarare).

22. Subliniem, de asemenea, ca, in baza elementelor de proba pe care le
aveau la dispozitie, instantele nationale au apreciat ca obiectivul legitim
urmadrit de cdtre angajator atunci cand a pus in aplicare operatiunea de
monitorizare a comunicarilor reclamantului consta in a exercita ,,dreptul si
obligatia de a asigura functionarea intreprinderii” (a se vedea decizia curtii
de apel, citata la punctul 30 din hotarare). Desi instantele nationale au
acordat mai multd importantd dreptului angajatorului de a asigura buna
functionare a intreprinderii si de a monitoriza modul in care angajatii isi
indeplinesc sarcinile care le revin in cadrul raportului lor de munca, decat
dreptului reclamantului la respectarea vietii sale private si a corespondentei
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sale, consideram cd nu este nerezonabil ca un angajator sa doreasca sa
verifice cd angajatii sdi isi indeplinesc sarcinile de serviciu, atunci cand
acestia utilizeaza, la locul lor de muncd si in timpul orelor de lucru,
echipamentele puse la dispozitia lor de catre acesta. Curtea de apel a
considerat cd monitorizarea comunicdrilor reclamantului era singura
modalitate pentru angajator de a-si atinge acest obiectiv legitim, ceea ce a
determinat-o sd concluzioneze cd a fost pdstrat un echilibru just intre
necesitatea de a proteja viata privatd a reclamantului si dreptul angajatorului
de a supraveghea functionarea societatii sale (punctul 30 din hotérare).

23. In opinia noastrd, optiunea autorititilor nationale de a acorda
prioritate intereselor angajatorului in raport cu cele ale angajatului nu este,
in sine, susceptibild sd ridice o problema in temeiul Conventiei (a se vedea,
mutatis mutandis, Obst, citatd anterior, pct. 49). Dorim sa reamintim ca,
atunci cand acestea trebuie sd stabileascd un echilibru intre mai multe
interese private concurente, autorititile beneficiazad de o anumita latitudine
[Hdmdldinen impotriva Finlandei (MC), nr. 37359/09, pct. 67, CEDO 2014,
in fine, cu referintele citate]. In speta, in opinia noastra, instantele interne au
actionat, asadar, in cadrul marjei de apreciere de care dispuneau in
Romania.

24. Pe de alta parte, subliniem cd masura de monitorizare la care a fost
supus reclamantul a fost limitatd in timp si cd din elementele de probd
prezentate in fata Curtii rezultd cd@ angajatorul a monitorizat doar
comunicdrile electronice si traficul internet ale reclamantului. De altfel,
acesta din urma nu a pretins ca vreun alt aspect al vietii sale private, pe care
a exercitat-o in contextul profesional, facuse obiectul unor masuri de
monitorizare din partea angajatorului siu. In plus, din elementele de care
dispune Curtea reiese cd rezultatele operatiunii de monitorizare au fost
utilizate doar in scopul procedurii disciplinare initiate impotriva
reclamantului si ca numai persoanele care au participat la aceastd procedura
au avut acces la continutul comunicarilor reclamantului [pentru o abordare
similard, a se vedea Kopke impotriva Germaniei (dec.), nr. 420/07, 5
octombrie 2010]. In aceastd privinti, este necesar si se observe ci
majoritatea este de acord cu faptul ca reclamantul nu si-a sustinut alegatiile
potrivit cdrora continutul in cauza ar fi fost divulgat altor colegi ai acestuia
(punctul 126 din hotarare).

25. In cele din urma, observdam ci, in cadrul examinarii cauzei de citre
acestea, autoritatile nationale au luat in considerare atitudinea de care a dat
dovada reclamantul pe parcursul activitatii sale profesionale in general si In
cursul procedurii disciplinare care l-a privit in mod special. Astfel,
tribunalul a hotardt cd reclamantul sdvarsise o abatere disciplinara,
incdlcand dispozitiile regulamentului intern al angajatorului sau, care
interzicea utilizarea calculatoarelor in scop personal (punctul 28 din
hotdrare). In analiza lor, autorititile interne au acordat o importanti
semnificativa atitudinii reclamantului din cadrul procedurii disciplinare, n
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cursul careia acesta a negat ca utilizase resursele angajatorului sdu in scop
personal si a afirmat ca le utilizase exclusiv In scop profesional, ceea ce nu
era adevdrat (punctele 28 si 30 din hotdrare). Acestea erau in mod clar
indreptatite sa procedeze astfel. Acest lucru a fost confirmat atunci cand
reclamantul a sustinut in fata Curtii ca, desi cunostea cd era interzisa
utilizarea calculatorului sdu de serviciu in scop personal, doar faptul de a se
sti monitorizat de catre angajatorul sdu l-ar fi descurajat sa utilizeze in scop
personal calculatorul care i fusese pus la dispozitie la locul sau de munca;
acesta nu a negat ca fusese informat cu privire la aceastd monitorizare, dar a
pretins cd nu isi aminteste data la care primise informarea in care era
avertizat Tn acest sens.

26. Pand la urma, asa cum a subliniat si majoritatea (punctul 121 din
hotarare), pentru a prospera, raporturile de munca trebuie sd se bazeze pe
increderea intre persoane [Palomo Sanchez si altii impotriva Spaniei (MC),
nr. 28955/06 si alte 3 cereri, pct. 76, CEDO 2011]. Prin urmare, considerdm
ca, avand in vedere marja de apreciere de care dispuneau, instantele interne
(pentru litigii de munca) erau Indreptdtite sa ia in considerare, in cadrul
exercitiului de punere in balantd a intereselor aflate in joc, atitudinea
adoptatd de catre reclamant, care rupsese legdtura de incredere dintre el si
angajatorul sau.

27. Avand in vedere toate consideratiile de mai sus si contrar opiniei
majoritatii, concluziondm cd nu a avut loc o Incdlcare a obligatiei de
protejare a dreptului reclamantului la respectarea vietii sale private si a
corespondentei sale si cd, in consecintd, nu a fost Incdlcat art. 8§ din
Conventie.



